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Chapter 1. General Introduction

Thank you for purchasing this product. It is a versatile and high image solution for your
small office or home surveillance. It’s also a stand-alone camera system with a built-in

processor and web server that provides highest quality video and system performance.

This IP camera can be accessed remotely, and controlled from any PC/Notebook over the
Intranet or Internet via web browser or remote application software. The user-friendly
installation procedure and intuitive web-based interface offer easy integration with your
LAN environment or Wi-Fi network. IT also comes with a lot of useful alarm tool for
notice user any situation. It’s a really good choice to build a stable and remote surveillance

system.

1.1 Product Package Contents

Before installation, please check your package contents to ensure that all items have
been included in product. If any of the listed items are missing, please contact your

reseller from where you purchased this product for assistance.
The package includes:
_IP Camera device * 1
[P Camera bracket (white) * 1

AC Power adapter * 1 (None of MPEG-4 IP camera with PoE)



Cat-5 Network cable * 1
Installation CD * 1
Users Manual * 1

If any of above items’s missing, please contact your local reseller immediately.

1.2 System Requirements of IE browser

Local Area Network: 10Base-T Ethernet or 100BaseTX Fast Ethernet Wi-Fi Network:
IEEE 802.11 b/g

Configuration Environment of browser:

* ActiveX Enabled and Compliant Web Browser (recommended: Microsoft™ Internet

Explore 6.0 or later)
* CPU: Pentium 1V, 1.8 GHz or above
* Memory Size: 512MB recommended

* VGA card resolution: 1024*768 (recommended: Support Overlay function VGA
Card)

* OS: Windows™ 2000 SP4, XP SP2 and VISTA (32 bits)
* Other suggestion requirement: CD-ROM.

Important! : A fixed IP address is not required to access camera from the Internet.
However, if your IP address is dynamic IP, provider by your Internet

service provider. Then singing up for a dynamic DNS (DDNS) service
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will make accessing form the Internet much convenient. Singing up for a
DDNS is easy and cost-free. More method for dynamic IP connect please

sees FAQ for more detail.

1.3 Hardware Diagram and Connection

Front: Rear:

NOTE! : To launch the RESET, please push the button down over 10 seconds.

Alarm I/O pins definition:




Pinl | Pin2|Pin3|Pin4| Pin5 | Pin6 | Pin7 | Pin8 | Pin9 | Pin 10
ouT RS485+ | RS485- | RS485- | RS485+ | RS232 | RS232

ouT IN | GND
1 R | R | (M0 | T | RIN)| (Tx-IN)

How to connect the cables with IP camera, please check below steps:

Step 1. Plug the Ethernet cable into the RJ-45 connector at the LAN connector as picture

shown.

Step 2. Plug the other end of the Ethernet cable into any available LAN port. A typical

home router/gateway connection.

Step 3. Connect the power supply to the Power connector, and then plug the supply into

Caution 1: Make sure that you used correct power adapter for SD-605 IP Camera. Using

LAN

an available power outlet.

LAN (Internet or Intranet) RJ-45

an incorrect power adapter may damage the device.

Caution 2: If you’re using SD-605P (PoE IP camera), there’s no connection of Power

supply.




Side of IP camera:

Adjust the level of Video Signal (H: High, L: Low)

AES: Auto Electronic Shutter between 1/60(50) — 1/100000

AGC functions (switch down to enable [ON])

BLC: White Balance (AUTO)

- SD card slot

Please make the golden fingers of SD card face to down side and then plug into the slot

well.
. Auto IRIS for Lens (optional)



Chapter 2. Basic Introduction of IE

2.1 Foreword

For easy and convenient setup, we recommended to use Windows™ Internet Explorer
6.0 or above version at the first time to login and setup the IP camera. For IE of

Windows™ Vista OS, please refer to Internet Explorer Security Settings.

Please connect the power core with IP camera well and then use network cable to
connect [P camera with hub or switch hub directly. And please note that IP of PC should
be under the same network area which’s like: 192.168.0.xxx (except 192.168.0.100),
subnet: 255.255.255.0

The IP camera had a default IP was: 192.168.0.100
The default account name & password were: admin

Now, we can start to login and setup IP camera as below chapter.

Note! : At the first time to connect and setup the IP camera, we didn’t recommend to
connect with PC directly because the IP camera needs to download a MPEG-4
codec from Internet as below chapter. The PC will not be able to connect with

internet if only have one network card to connect with IP camera directly.

2.2 The first time to login and setup IP camera

Step 1. Please use mouse to double-click the IE icon on desktop or quick launch bar.
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IS TS

Erlares

Step 2. After IE launch, please key-in the IP, 192.168.0.100 into the IP address blank as
below and then just press “ENTER” on keyboard.

2 Microsoft Internet Explorer

File Edit Wiew Favorites Tools Help

OBack @ @ \_/lj pSearch ‘:{l\'{Favnrites @ E

address 192,168.0.100

B The page cannot be displayed

The page vaou are loaking far is currently unavailable, The weh
site might be experiencing technical difficulties, ar you may need
to adjust yvour browser settings,

Please try the fallawing:

.Y P PR N S T o SN ] S S Sy ae e T P

Step 3. The IE will require to the User Name and Password for login. Please input the

default Name and Password which both were: admin

They can be changed in IP camera’s configuration, please check System Set -

Account.

11



Connect to 192.168.0.100
X |
R

Lser name: | € admin w |

Password: | ITTTT] |

[Jremember my password

I oK ] [ Cancel

Step 4. After login, you’ll see a yellow bar upon the webpage, please do click the bar to

install ActiveX™ program or the [P camera cannot work well.

2 Security IP Camera Ver 1.0 - Microsoft Internet Explorer

File Edit Wiew Favorites Tools Help

@Back - \_’) @ @ \f_;j pSEarch *Favurites @ B'£<' ,.__\'?... ﬁ

Address e kb TG G L ]

W This site might require the Following Actives contral: ‘TCLARPlayer . cab' From 'Provideo Multimedia Co., Lkd.'. Click here to install, .. E

Step 5. After above, please click “Install ActiveX Control” item again to install the

program of IP camera.

A Security IP Camera Ver, 1.0 - Microsoft Internet Explorer
File

Edit Wiew Favorites  Tools  Help

@Back - \_/l @ @ \:h pSearch *Favorites @ ngv ; .ﬁ

Address @ http:ff192,168.0,100/loginl html

Click again to install
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Step 6. Please select to continue installation.

Internet Explorer, - Security Warning Pg|

Do you want to install this software?
Mame: ICLAXPlayer.cab
Publisher: Provideo Co., Ltd.

E]Mgre options Install I B Don't Install |

9 ‘While Files From the Internet can be useful, this file type can pokentially harm
wour computer. Only install softbware From publishers wou trust, 'What's the risk?

Step 7. If your PC connect to internet well, the installation will auto download and
install all the required programs. Please wait for little time to finish the

installation and please DO NOT interrupt the process.

If the installation have not begin to process automatically, please check your
internet connection of PC and then download / install the programs according to

the IP camera’s first webpage description.
9% of Mpg4DecodeSetup_vl)1.exe Completed E|

%
=

Mpg4Decodesetup w01, exe From wisns, provideao, com, bw

HECFEYIng Cne rig

][]
Estimated kime 1 min 40 sec (30,0 KB of 5,42 ME copied)
Transfer 38 KBj'Sec

Deending onthe interner bandwidth, it might take a Few
minutes ko download th software,
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Below contents was the IP camera’s first webpage description. For your info.

Important!: It will auto-install the decoder program

while yvou first time see this webpage It not, please click
http://www provideo.com.tw/FFPlaver/MpgdDecodeSetup vxx .exe

to download and then install the decoder program by yourself. Thank vou.

Step 8. It means FINISH if the auto-installation window shut down, please click

_ to check the Live Video of IP camera.

2 Security IP Camera Ver 1.0 - Microsoft Internet Explorer

File Edit wiew Fawaribes Tools  Help

@Back = \_) @ @ _h ’;__\J Seatch ‘-3';:(’ Favorites QB [‘::2
Address | @) http:/f192,168.0,100/lagind  htrl

T

N System Set

W Net Setting

Dfstorage

Version : 1.0

Step 9. At this time, sometimes the Windows™ firewall will popup the alert message to

ask for blocking. Please DO NOT block the traffic between IE and IP camera.

Please select [ Urblock to continue the process.
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"% 'Windows Security Alert fz|

To help protect your computer, windows Firewall has blocked
some features of this program.

Do you want to keep blocking this program?
é’ Mame: Internet Explorer
Publizher: Microzaft Carporation

P —y

[ Keep Blocking ( Unblock ) Azk Me Later
S

iindoves Firewall haz blocked thiz program from accepting connections from the
Internet ar a network. If you recagnize the program or trust the publisher, pou can
unblock it. Wwhen should | unblock & program?

Step 10. Finally, we can see the Live Video from IP camera. If you cannot see the video,

may be caused by the Mpeg4DecodeSetup program didn’t install well. Please

download and install manually and then check the video again.

= | Security IP Camera ¥er 1.0 - Microsoft Internet Explorer |:HE|E|
File Edit “iew Favorites Tools Help ':,'

eﬁatk @ d @ @ h f_\J Search ‘\:;:( Favorites @3 E:f:\<' :_\5 ﬁ
Address @ http:ii192,168.0,100/login  html

damera

v| Go Links

.
- Video Display
-

WVersion : 1.0

BrightnessSaturatiom|54 A ContraSt\ﬂ V|Hue|0 V\Zoorﬂ|100% V|

Send Voice to IPCamfideo Server @ Record SnapShot

@ # Internet
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Step 11. If the video have no problem, users can setup the basic network configuration
which was like: LAN or PPPoE as below diagrams. For advanced setup of the

configurations, please refer to Net Setting - LAN.

2 LAN Settings

2
ff;;f Wireless Interface
e DHCP Client | OFF ]
IP Address | |
pireain setting Subnet hask | |
o At Gatewa | |
BTk thernet Interface
e PPPOE
IP Config .
s CHCP Cllen
IFAddress | |
Subnet Mask |255.256.255.0 |
Gateway 1192.168.0.1 |
DNS 1 1168.95.1.1 |
DNS2 168.95.192.1 |
Hostharme PG5 |
LAN
—
O Live Video
> |
O N ot Sotting PPPoE Configuration <
User Name | |
DDNY
e Password | |
LAN Password Retype | |
Stream Setting
E-mail
Save
-
WLAN
IP Config
>
Wersion: 1.0 PPP E
o

16



Chapter 3. Advanced Configuration of IE

3.1 Foreword

This chapter’s mainly to introduce about the IE advanced configurations of IP camera.
Users can setup ALL detail in IE’s configurations of IP cameras. Thus please pay much
attention to read this chapter will help to know more about IP cameras. If you use the IE

of Windows™ VISTA operating system, please refer to Internet Explorer Security

Settings. We’ll have detail introduction of all IE function pages in this chapter. Please

read it one by one if need to setup advanced configurations.

3.2 IE Function Pages

Live Video page
Live Video

amera

D Eeevaa
Bssiomsee

[EfNet Setting

-

Version: 1.0

Video Display

Contrast| 71 v|Hue|[0  ~|Zoom[100% v|

Send Voice to IPCamiVideo Server @ Record SnapShot

17



Live Video window:

Display OSD timer

Live Video configurations:

Erightness | 138 ¥ Saturation | B4 Contrast|?1 V|Hue|ﬂ V|Zoom 100% »

Users can adjust the brightness, saturation, contrast and hue values of live video.

To change the zoom’s value can enlarge or shrink the display size of live video window.

Reset to default values please refer to System Setting - Reset.

Two-ways Audio:

Send Voice to IPCamfVideo Server

Click to start sending the voice from PC sound card to IP camera’s speaker. Click
to turn-off the function.

Manual Recording & Snapshot:

Record | Start] SnapShot | Start

18



Click to record or snapshot, and then it will be saved in USB / SD storage.

About how to setup the storage, please refer to Storage Setting.

System Set page — NTP
x> NTP

Camera

© ENeNiEN

g Date Time
NTFP
A t ) ) )

cm_lm . ® Synchronized with Time Server

Motion Setting NTP S Pn—
Alarm Setting =ln=1 |CDC radhat.com
Andio Time Zone GMT+8
Video O Manual Update
Reset Date 2007/04/10 |
Fumware Update Time |1 P |
Reboot . )

Ol Net Setting O Synchronized with PC

s S P T
Version : 1.0004 Tirne 15:46:32 |
Release Date :
200740322

To setup the correct date and time of IP camera in this webpage. Just select one of
below three synchronizing modes from A to C and then the program will update the

date & timer to the choice.

A. Select |© Synchronized with Time Server ‘ then please find and input the IP / address

of NTP Server and select the correct Time Zone. The IP camera will auto update
with the NTP server to correct date and time.
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B. Select | O Manual Update ‘ then input the correct date and time manually. The IP

camera will change the time settings as user’s setup.

C. Select | O Synchronized with PC | then click to synchronize the date and time

with users’ PC timer.

NOTE! : Please be assured that you already pressed to save the settings as

modified or the IP camera may not work well.

System Set page — Account

System Set 3y Account

O Live Video

> Change admin Password
NTF
Account
MMotion Setting User Name | |
Alarm Setting New Password | |
Audio Zonfirm | |
Video
Reset
Fhomware Update
Reboot

3 Change user Password

>
Version : 1 0004 User Name | |
Release Date : Mev Password | |
200703422

Confirm | |

Users can modify the management of users’ accounts in this webpage. We provided

20



two different levels of Administrator and General User to be used. Please setup the

account management as below instruction.

Administrator level: This level had authority to setup and modify all settings of IP

cameras, thus please keep this account for higher securing.

Change admin Password

Llser Name
Mew Passwiord

Zonfirm

Save

Administrator Name was fixed, admin , it cannot be modified. Please change the

password and confirm again, then click to save the settings.

General User level: This level only had authority of video previewing, thus it cannot

modify any setting of IP camera.

Change user Password

ser Mame
Mew Password

Zonfirm

Sawe

User Name was fixed, user , it cannot be modified. Please change the password

and confirm again, then click to save the settings.
21



NOTE! : Please be assured that you already pressed to save the settings as

modified or you may not login to IP camera again.

System Set page — Motion Setting

System Set s— Motion Setting

— s
LisVidss |
8 System Set

NTP

Account

Motion Setting
Alarn Sethng
Andio

Video

Reset

Fihmware Update
Reboot

LNt Setting |
Qfstorage |

MMotion Detection Settings

—hiction Setting

Mazk Mumber !1 - i Delete

Senaitivity == ————H m

Picture Capture

Send FTP Send hail

U=ze Direct Dray

22



This IP camera supports Motion Detection on-line by itself and also can send alarm out
to notify users. About Motion Detect, users can find and modify the settings in this

webpage. We’ll introduce the detail as following.

Video Window:

This video window displays the camera’s video and the marked area of motion

detecting (if you haven’t arrange the mask area, enable MD will have the program to

detect ALL area).

--------- : "1 0n this picture, we already arranged 3*mask areas for

examples, so you can see 3*blue color masks on video window.

Mask Number:

Mask Mumber 3 - Delete

If you want to setup the mask of motion detecting, please select the mask number
firstly and then use mouse (press left button) to drag on video window for drawing a
blue area. You’ll see a blue area after dragging (release mouse key) and marked to the

mask number on video window.

If you want to delete the mask, also please select the Mask Number firstly. Then click

Delete

to delete the mask.
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Sensitivity:

Senzitivity L

— f————— H

Users can adjust the sensitivity of Motion Detection. Just need to use mouse to click

the slide bar and then move on the level between Low (L) and High (H) sensitivity.

Picture Capture:

Send FTP

Picture Capture

Send hisil

Enable Picture Capture| snapshot and then send to (FTP) or

zend Mai ‘(Mail box) while motion being detected. About how to setup the FTP

and MAIL, please refer to Net Setting - Email and Net Setting - FTP

Use Direct Draw:

Use Direct Dravw

If you cannot see the video of Motion Detect video window, please

enable this item for more compatibility of VGA display.

NOTE! : Please note that Motion Detect function will work after pressed to

save the settings.

24



System Set page — Alarm Setting

System Set 3 Alam Setting

System Set Digital Input Alarm Settings

NTFP

Account Alarm Picture

MMotion Setting EREE Off v

Alarm Setting

Atk Alarm Action

Video Alarm Mail M

Reset Alarm Ftp Off

Fimware Update

jishodt Video Loss Alarm Settings
W Net Setting

5 |
b L Alarm Mail | Off

Output Alarm Seftings

Output Alarm Event Select| Of e
Output Alarm Action Time [1sec v
[ banual Output Test ]

[ Trun off Qutput ]

Sawe

This IP camera supports Hardware I/O alarm device (see below picture, it’s the

hardware 1O device).

Back-panel of IP Camera

25



Pin 1

Pin2 | Pin3 | Pin4 | Pin5 | Pin6 | Pin7 | Pin8 | Pin9 | Pin 10
ouT RS485+ | RS485- | RS485- | RS485+ | RS232 | RS232
OouT | 4 INCTGND ey | R | (M0 | (10 | (Rx-IN) | (Tx-IN)

We’ll introduce the detail of IO configuration as following.

Digital Input Alarm Settings:

Digital Input Alarm Settings

Alarm Picture

Enable | Cff %
Alarm Action

Alarm Mail Off v
Alarm Ftp | Off |

(alarm picture to mail and FTP) as responding to the 10 Input.

This setting’s for uses to setup the Alarm Actions

For example: We connected a sensor at [O INPUT and then enable (turn ON status) all

the Alarm Actions included Alarm Picture to Mail and FTP. When the

sensor detects something wrong, it will send the alarm having snapshot to
MAIL and FTP at the same time.

Video Loss Alarm Settings:

Video Loss Alarm Settings

Alarm Mail | Off +

(alarm picture to mail) as responding to the Video Loss.

This setting’s for uses to setup the Alarm Actions

It means that IO Output will send alarm out and send message to mail box if the [P

camera lost the video signal.
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Output Alarm Settings:

Output Alarm Settings

Output Alarm Event Select | Off v
Output Alarm Action Time [1sec v

’ banual Output Test ]
[ Trun off Output ]

Users can select the one Output Alarm

Event in “Motion Detect”, “Digital Input” and “Video Loss”.

This setting’s also for uses to adjust the Action Time (from 1 second to 19 seconds) of

Output alarm and test the Alarm Output function.

NOTE! : Please note that Alarm functions will work after pressed button.

System Set page — Audio

> Audio

O Live Video
> Audio Settings

NTP

Account
MMotion Setting
Alarm Setting

Audio Settings
Audio Channels & Mono O Stereo

Codec Settings

Audio

Video MWF2 Bitrate dfkhps
Reset

Fumware Update

This setting’s for users to
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setup the compressed audio to storage or transmitting on network.

Audio Channels:

Audio Channels @ Mono O Stereo

To select Mono or Stereo of the audio compression.

Codec Settings:

MFZ Bitrate 32kbps ¥

To setup the Bitrate in 32kbps, 48kbps or 64kbps of the audio compression. Set to

smaller will get smaller size to storage or transmitting on network.

NOTE! : Please note that Audio will be changed after pressed button.

System Set page — Video
x> Video

damera

O Live Video
Dlfsystem Set |

Video Settings [ For Frofessional Users ]

NTP

Account

hotion Setting OSD timer

e ik Resolution | NTSC(CIF) v
Audio uality
Video

BEeset

28




This setting’s for users to setup the compressed video to storage or transmitting on
network. We designed two different setup modes for user’s choice. One is for Beginner
and the other’s for Professional Users. Generally we strongly recommended to use the
Beginner Mode, it’s enough to setup the video compression. Below we will introduce

the detail about the two modes:

For Beginner

In Beginner mode, we can setup the main video stream simply.

Video Settings

OSD timer | OFF «
Fesolution | NTSC{CIF)  »
Quality Higher

SaEwe

OSD timer: Enable to display the OSD Timer on video.

Resolution: Select the resolution of video to QCIF, CIF or D1. This will have effect on

storage and network transmission.

Quality: Select the quality to Highest, Higher, Medium, Lower or Lowest. This will

also have effect on storage and network transmission.

Tip: The Quality item’s relate to the video’s Bitrate, the Bitrate will get higher if set to

better quality.

29



[ For Protessional Users ]

In Professional mode, we can setup dual-streaming (both of Main stream and sub
stream) and the video of 3GPP. Generally we take the Stream1 for main stream and the

Stream?2 for sub stream.

Of course the two streams can be used to record, analyze, network surveillance or

re-process depends on users’ requests.

We’ll introduce one by one as following:

Stream1 Settings:

Stream1 Settings

QS0 timer OFF |+

@ Fixed BitRate | 512Kbps +
OFixed Quality | Standard
Framerate I0fps »
Resolution MNTSCCIF)

Main Stream

QS0 timer OFF w

Enable to display the OSD Timer on video. Please note that

this function was not provided on Stream?.

®Fixed BEitRate | 512Kbps +

Setup the video compression of Fixed BitRate (File Size)

to get stable video transmission. (From 48Kbps to 3Mbps) Users can choose either of

Fixed Bitrate or Fixed Quality to setup.

OFbed Qualty  |Stendard ¥ gapy the video compression of Fixed Quality to get

stable video quality (from Standard to Excellent quality). Users can choose either of

Fixed Bitrate or Fixed Quality to setup.
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Framerate I0fps v

Important! Dual-Stream will share the FrameRate to each
streaming. The Stream2 will not show-up if Stream1 shared Full FrameRate (NTSC:
30fps, PAL: 25fps). Please setup the Framerate for using or requests.

Resolution NTSCIEIR) ¥ Select the resolution of video to QCIF, CIF or D1.

This will have effect on storage and network transmission.

Important! Click 3GPP button will send this stream (1 or 2) out for 3GPP
signal. There’s also a 3GPP button at the down side of Stream? settings for
choice. Please setup this function depends on the 3G bandwidth and status, of
course, please use 3G mobile phone and assure there’s 3G signal at local.

About the 3G mobile phone compatible list, please refer to 3G Mobile List.

Stream2 Settings:

Stream2 Settings
Dual Bitstream Disahle v
MPEG4 Settings
® Fixed BitRate | 512Kbps +
OFixed Quality | Standard

Fesolution NTSC(CIF)
Framerate Bfps  »
MJPEG Settings

Quality 50 v
Fesolution NTSCICIF)  w
Framerate Hps »

Sub Stream

Dual Bitstream | Dissble ¥ | Enaple to send Stream2 out for MPEG4 or M-JPEG
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(either). Please note that Stream2 will not be enabled if Stream1 shared Full Framerate

(25 /30 ps).

MPEG4:

MPEG4 Settings

®Fixed BitRate |512Kbps +
OFixed Quality | Standard v
Fesolution MNTSCICIF)  »
Framerate Bfps v

Select MPEG4 for Stream?2

®Fixed BitRate | 512Kbps »

Setup the video compression of Fixed BitRate (File Size)
to get stable video transmission. (From 48Kbps to 2Mbps) Users can

choose either of Fixed Bitrate or Fixed Quality to setup.

OFixed Quality | Standard v

Setup the video compression of Fixed Quality to get
stable video quality. (From Standard to Excellent quality) Users can

choose either of Fixed Bitrate or Fixed Quality to setup.

Framerate I0fps v

Important! Dual-Stream will share the FrameRate to each

streaming. For example, under NTSC (Full Framerate: 30 fps), Stream2
can be set to 5fps if Stream1 set to 25fps.

Resolution NTSCIEIR) ¥ Select the resolution of video to QCIF, CIF or D1.

This will have effect on storage and network transmission.
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MIJPEG:

MJPEG Settings

Quality 50 |

Resolution NTSCCIF) v

Framerate s & Select JPEG for Stream?2

Quality 20| Adjust the video quality of JPEG compression from 1 to 100.

The higher value will get higher quality and bigger file size.

Resolution NTSCIER ¥ Select the resolution of video to QCIF, CIF or DI1.

This will have effect on storage and network transmission.

Framerate 30ips & Important! Dual-Stream will share the FrameRate to each

streaming. For example, under NTSC (Full Framerate: 30 fps),
Stream?2 can be set to 5fps if Stream1 set to 25fps.

Important! Click 3GPP button will send this stream (1 or 2) out for 3GPP

signal. There’s also a 3GPP button at the down side of Stream?2
settings for choice. Please setup this function depends on the 3G
bandwidth and status, of course, please use 3G mobile phone and
assure there’s 3G signal at local. About how to use it or the 3G mobile

phone compatible list, please refer to 3G Mobile List.

NOTE! : Please note that Video will be changed after pressed button.
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System Set page — Reset

System Set 3> Reset

Dl System Set

NTP

Account . ,
: : Select Configurations | ALL v
Motion Setting :

Reset Configurations

Alarm Settng Video/Audio
= Reset

i
¥ Storage
Video ShTE
Reset Pk

: MNTE
Fomware Update Account
Reboot

M Net Setting
3

This setting’s for users (Administrator) to reset the wrong or trouble settings. Users can
reset All, Video/Audio, Motion, Storage, SMTP, FTP, NTP and Account settings. After

reset, the selected settings will return to factory default values.

YWideofAudio
hotion
=torage
SMTFE

FTF

MNTF

Account After reset, the IP camera default 1j4vup4settings needs to be rebooted

for taking effect. The data stored in ALARM, PPPoE, LAN, WLAN, DDNS, Stream,
Email, UPnP, USB and SD will not be deleted after reset process.
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System Set page — Firmware Update

System Set s— Fomware Update

O Live Video
DllSystem Set ___|

NTF

Account | | Browee. ][—]Update

Motion Setting Warning: Updating firmware may take a few minutes, please don't
Alarmn Setting
i turn off the power or press the reset buttan.

Firmware Update

Video | |
Reset

Update must NOT be interrupted !
Firmoware Update

Reboot

St soting |
> T

Wersion : 1.0004
Release Date
20070322

This function’s for users (Administrator) to update the firmware of [P Camera.

Update Procedures:

Stepl. To get or download the new firmware from technical support, sales, retailer or

website and save in local disk.

Step2. Login to IP camera, click _, Fumware Update _,

Step3. Select the new firmware file

Step4. Click to start update process and wait for few minutes.

Step5. (Update must NOT be interrupted ! | Yoy1°]] see the process bar moving from

beginning to the end and then screen will become to BLANK when it finish the
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update procedure.

Step6. Please download and install the Mpg4DecodeSetup files again. About this,
please send request to technical support of Provideo Co., Ltd. We’ll have more

detail about the firmware update to maintain the product.

Step7. After above, please close ALL IE browser window and then re-launch it again to

login to IP camera.

Step8. Please DO re-setup the settings and check the video display. If any question,

please contact the sales or technical support for more help.

NOTE! : Updating firmware may cause some unexpected errors or damage the devices.
Please request for more professional opinions and technical support before use

this function.

System Set page — Reboot

x> Reboot

Camera

OTive Video
- Reboot

NTP
Account
MMotion Setting

Al Setting
i

This action will reboot the device.
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This function’s for users (Administrator) reboot the I[P Camera.

Just press the button, then the IP camera will auto shut-down and initial
again by itself. The time length of Reboot procedure will be about 30 seconds.

When to use:

A. System upgrading, setup or reset errors.

B. No video display at local (not at remote side).

C. The device cannot connect to network (wire/wireless, PPPoE or DDNS fail).
D. Abnormal IP camera working.

E. Unstable IP camera working.

F. Unexpected system crash.

Net Setting page — PPPoE

Net Setting s— FPFPoE

Camera
O Live Video
s |
Bl FPPPoE Configuration
i User Name 713983426835 @hinetnet |
DDNS
UPuP Password ssssesss |
LAN Password Retype esssssee |
Stream Settng
E-mail
e
WLAN
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This function’s for users (Administrator) to setup PPPoE dial network.

Please input the PPPoE information (User Name and password) to:

User Name 1713983429835@hinetnet |
Password essecsss |
Password Retype essseens |

Click to save the settings as modified.

Please disconnect the power cable of the IP camera and then re-connect IP camera to

PPPoE modem. The IP camera will connect to internet via PPPoE.

Net Setting page — DDNS

Net Setting s— DDNS

O Live Video |
System Set |
E lsv):t;?t::; Dynamic DNS
PPPoE _ _ _
DDNS Service Configuration
UPnP DDNS Senvice
LAN Host MName |
Stream Setting Lser Mame | |
Ml Password | |
FTP
WLAN
IP Config

This function’s for users (Administrator) to setup DDNS.

38



What’s DDNS?

Dynamic Domain Name Server : This function was used for dynamic IP users,
especially for xDSL internet connection. If you want to build a surveillance server on

internet but you have no physical IP address can be used for the server.
Now the IP camera can support the DDNS service of DynDNS.org and 3322.0rg

Please register an account at either of these two websites and then you will get the

DDNS service information.

Please input the DDNS service information:

Senvice Configuration
DONS Service | DynDMNS.org
Host Mame

LIser Mame

Fassword

Dynamic DNS |Disable v

And then please enable

After above, please remember to press to save the settings and get it work.

Before DDNS work, please assure that your PPPoE function of IP camera can dial-up

to internet without any problem.
Then please reboot IP camera and then wait it to initial the DDNS service.

If you want to see the video of the IP camera based on DDNS, just type the DDNS
Host Name in address and it will be transferred to the current IP of IP camera’s internet

connection.
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Net Setting page - WLAN

QSystem Set |

Ol Net Setting
PFPoE
DDNS
UFnP
LAN
Stream Setting
E-mail
FTP
WLAN
IF Config

Rlstorage

Wireless Network Settings

Mode | Irfrastructure V|

Auto v
. Auto ¥

Operation Mode
Channel

Wireless AP SSID |PvAP

Long #

| Dpen System Vl

Encryption @ v
WEF Key use |E

Freamble Type

Authendication

B4bits WEP Key1 |

B4bits WEP Key?2 |

B4bits WEP Key3 |

B4bits WEP Key4 |

128bits WEP Key1 |

128bits WEP Key2 |

128bits WEP Key3 |

128bits WEP Key4 |

WWEA Encryption |TKIP v

WPA PSK |

Sane

The wireless of IP camera can be set to Infrastructure or Ad-Hoc mode of the basic

transmission. We suggested to setup by MIS person will be better.
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Wireless Transmission settings:

Mode Infrastructure
Operation Mode | Auto ¥
Channel Auto v
Wireless AP 5SID [FVAP
Preamble Type  [Long v

Please select the correct wireless transmission of

above settings. Please note that Wireless AP SSID was NOT the SSID of IP camera,

this should be inputted the SSID of wireless AP or router, and then the IP camera will

connect to the wireless AP or router as the SSID name key-in.

IP camera supported WEP or WPA encryption. Please select the authentication mode

and input the key in below items. We DO NOT recommend to setup the wireless as

Open System for security reasons.

Authendication Open Systemn v
Encryption B4 v
YVER Key use 1
Bbits WEP Key

Bdbits WEP Key?2

B4bits WEP Key3

Bdbits WEP Keyd

128hits WEP Key1

128hits WEP Key?2

128hits WEP Key3

128hits WEP Keyd

WWEA Encryption | TEIP &
WA PSK

After above, please remember to press to save the settings.
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Net Setting page — LAN

- LAN Settings

WM Net Setting

EZP;]::, Wireless Interface
i DHCP Client  [OFF ]
LAN IP Address | |
Stream Setting Subnet Mask | |
Fomall Gateway | |
Tr Ethernet Interface
E:,i e PPPOE (OFF |
5 DHCP Client [OFF |
IP Address 1192.166.0.100 |
Subnet Mask 255 255 255.0 |
Gateway 192.166.0.1 |
DNS 1 1689511 |
DNS2 166.95.152.1 |
HostMarme PYR05 |

=]

In LAN settings, users can setup the DHCP or IP information of Ethernet (Wire) or
Wireless network connection. We recommended to setup this function by professional

MIS people will be better an IP surveillance system.
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Wireless:

DHCE Client ]
IP Address [
Subnet Mask

ateway

DHCP Client: Users can have a fix IP or DHCP for Wireless IP camera. Select |9M ¥
to enable DHCP client and then the IP camera will get an IP from the

OFF v

router or server. If no, please turn it off and then input the

information of IP Address, Subnet Mask and Gateway by yourself.

Ethernet: (Wired)

Ethernet Interface

BEEREGE OFF |w
DHCP Client |OFF |

IFP Address 192.168.0.100
Subnet Mask 2h5.265.265.0
Gateway 192.168.0.1
DS 1689511
DMNS2 168.95.182 1
HosthName PYEDR

PPPoE: Users can setup PPPoE dial-up to internet. Select |“™ | to enable PPPoE

function, about the configuration, please refer to PPPoE.

DHCP Client: Users can have a fix IP or DHCP for Wireless IP camera. Select [“M ¥
to enable DHCP client and then the IP camera will get an IP from the

router or server. If no, please turn it off |°FF | and then input the
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information of IP Address, Subnet Mask, Gateway, DNS and HostName
by yourself.

After above, please remember to press to save the settings and get it work.

Net Setting page — Streaming Setting

Net Setting s— Stream Setting

amera

O Live Video
> Stream Settings

M Net Setting
ki Multicast Enable ©on @ off
DDNS |
T Mulicast P |23456.11 |
LAN Multicast Port
Stream Setting RTSF Fort

E-mail Control Port
FIF Alarm Port

WLAN

IFP Config HTTP Fort

2
Version : 1.0

In Stream Setting, users can setup the Multicast Server IP and define the network ports
by themselves. We recommended to setup this function by professional MIS people
will be better to build an IP surveillance system. Please check these settings if your

network connection’s behind a firewall, router or network filter.
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Multicast:

hWulticast Enable ©on @ off
Multicast IP 2345611

hulticast Port B000

The Multicast function’s general using only for Client Application on Intranet. Using
this can reduce the data flow while many remote clients created connections with IP

camera in Intranet network at the same time.

Just need to assign a Multicast I[P (range: 224.0.0.0 ~ 239.255.255.255) for IP camera
using to do Multicast function. After that, the further connections from remote clients
will link to the Multicast IP directly for receiving the video/audio. Therefore the data

flow will be reduced between the IP camera and Multicast IP.

Ports:

RTSF Port 554
Control Port 21
Alarm Port 22
HTTF Port a0

These ports can be changed to the special network transmission policy if the IP cameras

were built behind a firewall or router.

Please note that firewall or router may also be set for receiving input and output data to

(or from) IP cameras from network.

After above, please remember to press to save the settings and get it work.
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Net Setting page — Email

o Ewa

amera
O Live Video
> E-mail Settings
5
PFPoE
DDNS SMTP Server ServerlP |
UPnP Recipient |Hecipient|nfu |
LAN Username \UserName |
Streamn Setting Password (sesseses |
E-mail N
F,;:' Authentication Method
WLAN
IP Config
=
Wetsion 1.0

[P camera had the ability to send alarm or message out via Email. Therefore we have to
setup a SMTP server for sending email out. We strongly recommended to have a
SMTP server which’s not in SPAM blacklist or the users may not receive any

email from IP camera.

SMTP Server information:

SMTP Server ServerlP |
Fecipient |Hecipientlnfu |
Username UserName |

Password essseens |
Authentication Method
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Please input the information of SMTP server and then choose the authentication mode

Authentication Method

in

After above, please remember to press to save the settings and get it work.

Net Setting page — FTP

Not Soiting.___ [N

O Live Video

ElNet Setting

FPPoE

T FTP Server  |ServerlP |
UPnP FTP Port

LAN Lsername |UserName |
Stream Setting Pacsword |"|"-". |
Email Remote Folder | |
FTP emote Folder |/

WLAN Passive Mode

IF Config

> T

Version : 1.0

[P camera had the ability to send alarm picture or video out to FTP server. Therefore we
can setup a FTP server to save the files. Please follow below instruction to input the

settings of FTP.
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FTP Server information:

FTP Server  |ServerlP |

FTP Port

Username  |Userhame |

Password essecsse |

Remote Folder |/ |

Passive Mode

Please input the information of FTP server.

After above, please remember to press to save the settings.

Net Setting page — UPnP

Net Setting DSzl

O BN
N System Set

EfNet Setting
PPPoE @®On
DDNS O Off
UPnP
LA
Stream Setting
E-mail
FTF
WLAN
IP Config

Qstoraze |

Wersion : 1.0

UPRnP Services

This function’s for users (Administrator) to setup UPnP.
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What’s UPnP?

Universal Plug and Play : It allows peer-to-peer networking of PCs, networked
appliances, and wireless devices. It is a distributed, open

architecture based on TCP/IP, UDP and HTTP.

UPnP enables communication between any two devices under the command of any

control device on the network (LAN).

General speak, you’ll easy to see the IP camera devices located in My Network

Places 1n Windows™ operating system after enable this function.

Click |29N] and then press to enable this function.

Click 29T and then press to disable this function.

Net Setting page — IP Config

Net Setting s— IF Config

Camera

Live Video
2 ethl Link encap:Ethermet HWWaddr 0004 CFO0:02:C5
[CYNet Setting inet addr: 192 .168.0.100 Beast 192.168.0.255 Mask 255 255 255.0
PPPoE UP BROADCAST RUNNIMG MULTICAST MTLE1500 Metric: 1
DDNS R packets: 4716 errors: 0 dropped:0 overruns: O frame:0
TX packsts 11034 errors: 0 dropped: 0 averruns 0 carrer 0
TUPnP collisions:0 baqueuslen: 100
LA R bytes:0 (0.0 B) TH bytes:0 (0.0 B)
Stream Setting Interrupt:35
E-mail lo Link encap:Local Loopback
FTF inet addr127.0.0.1 Mask 255.0.0.0
WLAN UP LOOPEBACK RUNNING MULTICAST MTLE 16436 Metric: 1
P Confie FX packets: 0 errors:0 dropped 0 overruns: 0 frame: 0
—— TH packets:0 errors: 0 dropped: 0 overruns:0 carrier0
B collisions:0 tegueuslen:d
Version: 10 R bytes:0 (0.0 B) T bytes:0 (0.0 B)

49


http://en.wikipedia.org/wiki/Peer-to-peer
http://en.wikipedia.org/wiki/Personal_Computer
http://en.wikipedia.org/wiki/Appliance
http://en.wikipedia.org/wiki/Wireless
http://en.wikipedia.org/wiki/Internet_protocol_suite
http://en.wikipedia.org/wiki/User_Datagram_Protocol
http://en.wikipedia.org/wiki/HTTP

Users can check the ALL network information in this setting. These information’s for

professional users to check the advanced values of network transmission.
Also general users can check some usual values as below introduction.

MAC Address:

eth0 Link encap:Ethernet H¥wWaddr(D0:0A: CF-00:02:C5)

NOTE! : “eth0” means “Wire”, “eth1” mean “Wireless.

Network Packets of [P camera receiving or sending:

\R}{ packets@7 16)errors:0 dropped:0 averruns:0 frame:D\

\T}{ packets:( 103)errors: 0 dropped: 0 overruns: 0 carrier:D|

About other detail, please send request to Technical Support for more available

information.
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Storage page — Storage Setting

x> Storage Setting

2
7 Manual Action Storage Path Settings

-
e
U \ (f you want to remove SD card, please press this button first!)
b 15k
SD Card {If you want to remove USB device, please press this button firstl)
Storage Setting Manual SnapShot Picture O30 OUSE @ OFF
Manual Record Video  OSD OUSE ® OFF
Record Time : |Gsec v

Schedule Snapshot

Enable : | On ¥

Save

The storage settings’re for users to Remove external SD or USB storage devices.

Also the Manual Snapshot and Record Video can be set in this setting.

Before remove SD or USB storage devices, please click [ RemoveSD | o

[ Eemowve LISE ] at first.

Manual SnapShot Picture and Record Video functions’ setting:

Manual Snapshot Picture O 5D OUSE ® OFF
Manual Record Yideo OSDh QUSE ®OFF

Fecord Time : Esec ¥

The Record Time length (for record video) can be set to 1 ~ 5 seconds.
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Schedule Snapshot:

Schedule Snapshot

Enable 1| On v
Interval - |10 min v |

Users also can setup the Schedule Snapshot in this setting. The IP camera will save the

snapshot picture every a period of time as user setup to SD or USB storage devices.

NOTE! : If the SD or USB storage device’s full, the IP camera cannot delete or recycle
by itself. Thus please check the storage status anytime or after a period of

time.
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Chapter 4. Install Client Software

4.1 Foreword

Besides IE browser, we provided a Windows™ based application software in product
CD for using to connect, view and control the IP cameras. Now the software supports

to install on Windows™ XP/VISTA (32bits) operating system.

The software can connect maximum 16*IP cameras (servers) at the same time and
record the video+audio into harddisk. About the detail of the software function, please

refer to Client Software Functions.

Configuration Environment of application software:
» CPU: Pentium 1V, 1.8 GHz or above (for single IP camera)
* Memory Size: 512MB recommended

* VGA card resolution: 1024*768 (recommended: Support Overlay function VGA
Card)

* OS: Windows™ XP SP1 and VISTA (32 bits)

* Other suggestion requirement: CD-ROM.

NOTE! : For example, if you try to connect total 4*IP cameras (servers), you’ll need:

Intel Duo-Core™ 2.8Ghz CPU, 1GB ram and 128MB ram VGA card.
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4.2 Installation Instruction

Note before install the Client software

Before install the application software of IP camera, please make sure about if you
already used IE browser to view or installed the Mpg4Decoder of IP camera. If not,
please DO install the Mpg4Decoder from the Product CD as below picture before

install this application software. Please click:

After clicking, it will auto install for few seconds and then it will auto finish.
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Installation of Client software

Step 1. Put the Product CD into the CD-ROM (DVD-ROM) device of your PC. Then

the Auto-Install menu of CD will pop on the screen. Please click

Step 2. Please click

another folder.

InstallShield Wizard
Chooze Destination Location v
Select folder where Setup will install fles. %

Setup will inztall Security Client in the fallowing folder,

To ingtall to this folder, click MNext. Toinstall to a different folder, click Browse and select
ahiother folder.

[}
[
Destingtion Falder W

{ C:%Program Filez\Security_Client

Installshield

) Cancel |

< Back

Browsze...

to install to



Step 3. Please click to continue the installation and wait for some time to

install.

InstallShield Wizard

Select Program Folder

Flease zelect a program folder.

Setup will add program icons to the Program Folder listed below. %ou may type a new folder
name, of zelect one from the existing folders list, Click Mest to continue.

Program Folders:

Exizting Falders:

B (=53
Adrniniztrative Tools
Famesz

Sling Media

Startup

Symantes Client Security

< Back Cancel

v Don't display this message again, |
Step 4. If below message pop up on screen, please select

and

then click LB

to continue the installation. If this message doesn’t show

on screen, just ignore this step.

Locked File Detected E|

An option you zelected requires that files be installed to or uninstalled from
your zystem, or both, & locked file, T:3WINDOWSaostem 32 mazycp1.dlL
waz found while performing the needed file operationz. To leave this file az it is
ot yaur ustem, click the lgnare buttan; to retry the file operation, click Ret:
ar to perform the operation when your sustem iz reboated, click Beboot,

v Dan't display this message again, |
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Step 5. After few time, the system will show below message to finish the installation.

o Mes | want to restart my cormpuber now .
Please select and then click 2 to restart

PC.

InstallShield Wizard

Install5Shield Wizard Complete

The Inztalls hield ‘izard haz successiully installed Securty
Client. Before pou can use the program, you must restart your
conmputer.

7 Ma, | will restart my computer later,

Remove any dizks from their drives, and then click Finizh to
complete zetup.

[.'.I
Step 6. After restart, please click "E shortcut on desktop or select m —

';a Prograns fﬁ Security Client N l[‘& Security Met Clienk l to launch the Client

software.
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Sek Program Access and Defaulks
Windows Catalog

Windows Update

Progranns

Documents 7] Startup

Settings E 7
g Secority Clisnt | EERaTe [We

Search 1 Databa 2 Compack

Help and Support

B E Security Met Client

Log OFF

Turn OFF Compuker, ..

=
=
| .2
| o
| &
| L
| O
| =
| O
3
]
=
[=]
| &
| £

=

About how to setup and use the client software, please refer to Client Software

Functions.
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Chapter 5. Client Software Functions

5.1 Foreword

We designed the Client software based on Multi-view of the IP cameras, because users

only can see single IP camera by using IE browser.

The PC based Client software of IP camera’s very easy and convenient to use for setup
a surveillance system. Just need to setup the configurations once and then users can

connect to the IP cameras/servers anytime in the future.
Now we’ll have a general introduction about the first time to setup and use it.

Note! : Before setup the Client software, please check if you know the IP of IP cameras.
If yes, just go ahead to see below instruction of setup the Client software. If not,

please refer to The first time to login and setup [P camera.

5.2 Brief Introduction of Client software interface

I..l m Programs
Please click 'E shortcut on desktop or select — ri -

B Security Client N [ﬁ Security Met Client

‘ to launch the Client software.
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Quad Vision Modes:

Select to display in 1, 4, 6, 8, 9, 10, 13, 16 quads view.

Focused Camera Setting:

Users can click the Camera Number to make it be the

focused camera. Take E (6 Quads) for example, if
you click camera number 9, the biggest preview window
will be changed to Camera 9’s view. Others will be Camera
10, 11, 12, 13 & 14. Please note that you cannot make

random permutation.
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Status Window:

It will only show the data and time if no connection. After
connected with server, it will show the Server, IP and CH

number.

Connect Server:

Click to get connection with IP cameras which have

already been set in settings.

System Setting:

Click to setup the Client software system settings, please

refer to System Settings of Client.

Event Report:

Click to display the log report, please refer to Event
Report.

Remote Schedule Setting:

Click to display the remote schedule settings, please refer

to Remote Schedule Setting.

Record:

Click to record the video/audio from IP cameras via

network transmission. Please note have to press

Start Monitor | to enable recording function.
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Connect Server Setting:

Click to setup about how to connect with IP cameras,

please refer to Connect Server Setting.

Switch Channel:

Click to enable auto-switch channel.

Playback:

Click to start Local Playback. Please refer to Playback of

Client software.

® Camera ol -

Zoom In
Zoom Out

Focus Far

Focus Near

+ Diaphragm

- Diaphragm

Auto-Focus

Auto-Cruise

Remote PTZ Control:

Please select the PTZ mode at first according to your used
PTZ. Now we support several kinds of PTZ, they are
PIH-7000/7600, PELCO D, NICECAM MP-1800,
CANNO VC-C4 and FASTRAK 1.

Camera [01 ~| | After PTZ settings, please select the

correct camera number related to the PTZ.

‘Left P Right

: Move down {

m: Move up

Click . to adjust the speed of Auto-Patrol of the PTZ

#1
v A2
w3
X
®h

as the picture
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Zoom In Zoom Qut

: For users to control PTZ to

Zoom-In or Zoom-Out.

Focus N
Im ocus Mear | For users to control PTZ to

Focus-Far or Focus-Near.

|+ D'EP“"’H’“| | Diaphragm |: For users to adjust Diaphragm

more or less.

Auto-Focus

: To Auto-Focus the PTZ camera.

Auto-Cruise |. .7, Auto-Cruise the location of PTZ.

Snapshot: Click to have a snapshot of the video and then

you can save to disk or any storage device on PC.

Remote Talk:

Click to send voice to IP camera’s speaker which been
selected in list via microphone of PC sound card. Please
install a microphone on Client PC and make sure it can
work well. Please note that user will hear the voice from [P

camera automatically if you enable this function.

Remote Speaker:

Click to receive the remote sound of the channel from IP
camera which been selected in list via network

transmission.
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5.3 Advanced Introduction of Client software

functions

| System Settings of Client

Press “System Setting” button will prompt three options for choosing.

System Setting
Event Report
Femaote Schedule Setting

System Setting ™ Remote Setting:

System Properties

Remote Setting lCDnnect Setting ]

Wersion 3.013d

Enable Cirect Craw

Yieww Switch Time |3 + | Second(s) Save Path Free Space |
Oy 18.58 5B
o 44,71 GB
Met Pricrity Yideo el Oe:, 61.62 GE
Record File Divide Time 10 =

Enable Recyele

Min Free Disk Space JSEIEI ME -

ﬂ Event Report Setting '— Invvoke Sound Alarm

Recycle Days WDay v liave 1 | Play
K, | Zancel

Enable Direck Draw

Check the box to enable Direct Draw display if
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VGA card and driver supported this function.

Wi Switch Time

3 - | Second(s)

This setting’s related with , to set the

time of camera switching from 1 to 10 seconds.

Mek Priority

Yidea

&

To set the priority of VIDEO or AUDIO for

network transmission.

Record File Divide Time

10m

To set the length of each recording file from 1

minute to 60 minutes.

Enable Recyde
Min Free Disk Space

1300 MB >

To set the Recycle recording and the minimum free

space for stabled working system. Please set this to S00MB at least.

Event Report Setting

l—

Recycle Days

[

90 Day bl

To set the recycle days of EVENT reports.

Save Path Free space |
Oc 1.0GE

[l o 52,22 GB
Oe: £1.75 GB

Storage List: To check the box of disk which

can be the storage of recording.

Invoke Sound Alarm

|'-.-'-.-'ave 1

&l

Play

To enable the Sound Alarm of receiving IP

Camera’s motion detect or IO sensor events.

After all settings, please press to apply and then just working.
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System Setting == Connect Setting:

System Properties

Remote Setting  Connect Setting l

—Reconnecting Options
O aAlwayvs Feconnect

Reconnect attempts: 10 i

Tirme between reconnect atkempts: 1 * | Minutels)

rDisconnecting Cptions

invake Sound Alarm Wave 1 ]

O 7o play sound alarm repeatedly even if it reconnect successful,

K | Zancel

Reconnecting Options:

rReconnecting Cptions

O always Reconnect

Reconnect akkempts: 10 -

Time between reconnect attempts: 1 | Minukel(s)

This function is to reconnect with Main (Server) when the network connection’s bad

or disconnected. Check the box of [ aways Reconnect| to enable this function (this will

ignore the “Reconnect Attempts” setting, the program will re-connect continuously).

To set the frequency of reconnection attempting in

Reconnect attempts: 10 ~ll and then set the interval time between the
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attempts in |T'mE b ! 3 "’"””te':ﬂ‘ Please click to

apply above settings.

Disconnecting Options

Disconnecting Cptions

Invoke Sound Alarm: Wave 1 Lj Play

[ To play sound alarm repeatedly even if it reconnect successful.

This function is to send alarm out when the network’s disconnected. Check the box of

Invoke Sound Alarm; |'-.-'-.-'ave 1 Lj Play

to enable sound alarm for

disconnection. And then please click to apply above settings.

System Setting = Event Report:

Event Log View

Ewent Report lLDgin Report ] Counter Report ]

- Time Range Camera
o1 0z 03 04
05 06 o7 0g
Stop (1722006 | [ aseanPm = bdoo B0 B [ 12

- 13 14 15 16

#| | Tirne k J Camei 10 .ﬂ.larmkj Disk. Fullk] Mo Singne“ Makion ~

Use mouse to click the above items
will re-sort the list.

Start jjsizons w| | 4sed0pm <

[x][¢]
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<Event Report>

Tirne Range

Start | 10/31/20086 j

| 4i5640PM

Skop

|11; 2(2006 j

| 456140 PM

Firstly please select the time of event log searching.

Carmera

FFlot Flo: Moz o
Flos Flos Mor [Hos

Flos Flio M1t iz IEI
Fliz Flis Fis s

And then please select the cameras for event log

searching. Click to select all and click IE to un-select all.

Start Find

Finally please press |

| to search the event log in system, please wait for

some time. After few time, it will show up the events on list window as below.

# | Tirme | Camera | IO Alarm | Disk Full | Ma Singnal | Moktion | #
14811 2006/10/31 17:15:32 13 0 0 Mone 1
14812 2006/10/31 17:15:33 8 0 o None 1
14813 2006(10/31 17:15:33 1 0 0 Mone: 1
14814 2006/10/31 17:15:33 15 0 0 Mone 1
14815  2006/10/31 17:15:33 16 0 o None 1
14816 2006/10/31 17:15:33 9 0 0 MNone 1
<Login Report>
Time Range
Start 103112006 w| | 4sce0PM
Stop |11x /2006 j | 4:56:40 PM  —
Firstly please select the time of login log
searching.
And then please press | stetfnd | to search the login log in system, please wait

for some time. After few time, it will show up the login logs on list window as below.
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& Twpe Mame | Login Tirme | Logout Time Errar -
a LionZal 1111 Z2006/10/31 15:39:53 2006/10)31 16:47:20 Mo
10 LionZal 1111 Z006/10/31 16:48:31 Mok Logaut Mo
11 REMOTE 1111 Z2006/10/31 17:22:27 Mok Logaout Mo
1z REMOTE 1111 2006/10/31 17:22:27 Mok Logout Mo
13 REMOTE 1111 2006/10/31 17:22:27 Mok Logout Mo
14 REMOTE 1111 Z006/10/31 17:22:27 Mok Logaout Mo

System Setting == Remote Schedule Setting:

Click to enter Remote Schedule setting window as below.

—|Time [ By Start Setting
Start | 205058 PM  —— [ Recardisa)
Stap 1008 PM = [ tction Betect(S2)

{1
0ot Qo 0o Ood
Oos O 007 e

_|Gt:nt:ral Date

O Qwoon 0O

Date

O sum O man O ues | = OmrHe - OFR Osar O3 014 01 016
Diata Modify H Celete Data H Addd Mewy Data ‘
Time

Stark Setting Camer

*

B =) =) =) =) = =) =3 =) =) =

b=} 10

KOs | C3a | O [ 3w | e | s
4 ! 13 14 15 16

Note!: Please enable “Schedule Server” in Start Set of System Setting once you
Add New Data in schedule.

If you have disabled any camera, it will be grayed at Camera part.
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A. Fu : Schedule in WEEKDAY mode [default mode].

ime A el S

Start 101732 AM 5

Step 0737 AW 5

: For users to set a period of time in schedule.

Start Setting I—

O rRecordi=0)
[0 wiotion Detect(S2)

: User can set the events to be started in the

schedule.

Record(S0) : Full Time recording when schedule starts working.

Motion Detect(S2) : Motion Detect Type of Recording when schedule starts

working.

—fCames 2 E3)
Oor oz Q03 Jos
Oos Ooe o7 o8
Oom Ow ogn gz
013 014 015 16

: To set 1 or more cameras to record when schedule starts.

Click to select all cameras, click ﬂ to un-select all.

General Date |
Owmon OQTuEs OQweED [QTHUR [JFRI O sat [ sun

: To set 1 or more days in a week to start schedule.

Cata Modify

. Click to modify the setting as marked in list, and check the Start and
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Stop time carefully to make sure the setting is matched with the
schedule. After modifying, press it again to make the changed

schedule record in working list.

Celete Data

: Click to delete the setting as marked in list

AAdMEW PAR] - Click to add new settings into list. If you click this button, the

settings of new schedule record will be added in working list.

If you want to do full time recording, please enable Record(S0), disable Motion

Detect(S2).

If you want to record by motion detect, please enable Record(S0) and Motion

Detect(S2).

Start Setting — (v X
| Record(50) Oor Qo2 Qo3 o4
[ totion Detect(s2) Oos 06 007 e

Oos 0w On 012
013 014 0% 0.

[ [Specific Date |
*| [ Acd Date | [T]

| /Start Date 10/ 22006

‘ Data Modify H Delete Data H Add Mewy Data

#+ [rate Time: Start Setting Camet
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ime il d ey

Start 101732 AM T

Step - g7a7 AW o

: For users to set a period of time in schedule.

Start Setting I—

O Record(sS0)
O motion Detect{=2)

: User can set the events to be started in the

schedule.

Record(S0) : Full Time recording when schedule starts working.

Motion Detect(S2) : Motion Detect Type of Recording when schedule starts

working.

—famers | FZE3)
Oor Qo2 003 o
os o6 o7 08
Oo 0w Ogn 012
013 014 015 016

: To set 1 or more cameras to record when schedule starts.

Click to select all cameras, click | % to un-select all.

Specific Date |
Start Date | 10/20/2005 ~| | AddDate || %

Add Date

to add the date into list. Click

. At first, please select a day and then click

k4

will delete the date which added in list.
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Cata hModify

. Click to modify the setting as marked in list. and check the Start and

Stop time carefully to make sure the setting is matched with the
schedule. After modifying, press it again to make the changed

schedule record in working list.

Delete Data

. Click to delete the setting as marked in list

Add MNew Data

. Click to add new settings into list. If you click this button, the

settings of new schedule record will be added in working list.

If you want to do full time recording, please enable Record(S0), disable Motion
Detect(S2).

If you want to record by motion detect, please enable Record(S0) and Motion
Detect(S2).
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] Connect Server Setting of Client | “ennect Server Setting

Connect Server Properties @
Connect Server Setting l Edit Server Paramter ]
QO Single Server {2 Muti-Server

CH Server Mame Stream ! Connect Type Decode type Metwark Protocol Mation 12

0 [Livepemo v |01 x| |videozaudio | [mPs x| mer - WV v
02 [LiveDemo =] ot = |only viden > InP4 x| |uCP = v ¥
03 |LiveDemo  v| |0 7| |Disabie r| e v| |Mutticast hd v v
04 |LiveDemo v |ov ~| |isaste | Jwes ~| |uoe ] ~ ]
05 |LiveDemo v |of | |pisakle x| mPd x| Juoe Rd I~ v
06  |LiveDemo — «| |01 7| |Disable | |mrs = |UDP -l v v [SET
07 |LiveDemo | |O | |Disable > mpe = 1UDP ot I’ Icd
08 |LiveDemo v |0t v| |pisaie =] JMP4 =] Juoe e 4
09 |LiveDemo v |01 x| |pisable x| |mpe x| uoe H 4 4
10 LiveDemo  «| |01 | |pisable | |mrs I i ¥ i
1 [Livepemo v o1 ~| |isate x| s =] |uoe = v M [=ET
12 [LiveDemo v |01 =| |pisae x| Jwes =] |uoe hd V v
13 |LiveDema  =| |0 _~| |Disable I I L2 =] 1L|DP - W v
14 |LiveDemo v |01 7| |Disable haL = JUDP j v v SET
15 |LiwveDemo <] [o1 v| [pisable =] [wea = |uoe ] ~ ~
16 [LiveDemo v |0t x| |pisatle x| |mra x| uoe B4 i~ v [=ET

ak. | Cancel

Click will allow Client to connect ONE IP camera only.

Click will allow Client to connect maximum 16x IP cameras at the same

time.

CH Server Name

M ILiveDemo - 1

0z LiveD - .
vebems || Server Name: Under Single Server mode, only can select one server.

Under Multi-Server mode, you can select maximum 16x servers for 16 channels to

display & monitor.
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Stream

o1 -
o -

Stream: IP camera supports dual-streaming, so you can select to receive

stream 1 or stream 2 of video network transmission.

Connect Type

YVideoZAudio -

oty vieeo  ~| | Connect Type: Select one connection type between the “Only Video”,
“Video&Audio” and “Disable” settings.

Decode type

(P4 -l

P =l | Decode Type: If you select stream 1 in above setting, only can have

MP4 (Mpeg-4) for decoding to client. If select stream 2, you can choose MP4 or
M-JPEG for decoding to client software.

Metwweork Protocol

TCP -
LDF -

Maticast v Network Protocol: Select the protocol of network (TCP, UDP or

Multicast) according to your network environment.

hdation
v
v
- Motion: Select to Motion Detect Recording in client software settings.
I
v
v
¥ | 10: Select to IO Detect Recording in client software settings.
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NOTE! : If the Motion and IO were not enabled, then the software will record

continuously.
SET SET (for IO only): Click will prompt a setting window as below:
Advanced Setting
[IPCAM CH: 01 |

12 Record Continued Time: 7 Second(=)

Please input the Record Time Length (from 7 ~ 60 seconds) of IO detection at IP

camera number. Press to save the settings.
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] Connect Server Setting of Client

Edit Server Paramter

Connect Server Properties

Connect Server Setting  Edit Server Paramter l
—Edit Server
P &ddress | Server Mame Login Mame Command P.... Data P
192.168.0.100 LiveDemao acimin Tooo
bY
Server Mame | LiveDemao Guislity Auto -
IP Address | 192.168.0100 Find LAN P |
Liser Mame acdmin Command Port 7000
Passwaord A Data Port(RTSP) 7000
Check Passward FERRE Alarm Port ]
Server category P2 5

o]

Cancel

Server Mame

Input the Server Name into

Select the quality O | between Auto, Low or High quality.

Then input the IP address of server into

User Name |

Passward |

Check Password |

change the transmission port of network

keep default as the first time using.

IF Address

Input the User Name and Password and then you can

Data Port(RTSP)

Fo0a

We suggested to
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Click | Add | to add into list, click L_ D=tz | to delete from list, click

| Madify:

| to modify the data which already been in list.

If you don’t know the IP address of IP camera in Intranet, you can use a tool to search

the IP cameras.

Click Find Lan P will start to search the SecurityEyes Main servers in LAN as

: Find 5 : :
below. Click i to auto-search the SecurityEyes Main server under LAN

network. The result will show on list as below.

IP Find

= Server Mame IF Address Server cakegory MAC Address

Find Server Add

Add

Just use mouse to select one server and then click will add into the server

list and then modify the settings.
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[El] Playback of Client software

The playback of Client can do Local Playback function, please see below instruction to

use it.

Local Flayback Local Playback of Client

n @
|®%
o5l

; e
00021 66000H

[
el
[

SC/00D00!

2

00806

UODIOIOLANI

NOTE! : All the files and database only can be deleted in Playback program. Please
DO NOT delete or remove the files or database in Windows File Explorer or

other ways. The database may be damaged and cannot be fixed.

NOTE! : This program supports SINGLE and MULTI playback, please press @

button to change the playback mode between them.
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[@] Single Playback

The first time to playback, we suggested to learn how to search the file as you want.

Firstly we have to select the date included the recorded files. You can check the date

list as below, please select the month and day items.

Click @ to show the files list which only included VIDEO, click * ' to show the
files list which included VIDEO + AUDIO (if the hardware supports capturing audio).

O |
Click the camera number @ to show the files of the camera recording.

Finally we can select one file to playback in the file list as below.

Event Begin-Time | Camera

@DD:DD:SD - Sept 26, 2006 02

@nn:m 140 - Sepk 26, 2006 02

- Sept 26, 2006

247 - Sept 26, 2006

- Sept 26, 2006

- Sept 26, 2006 02 Click to start playback process.

Click .!.._! to stop, click ..:Ir“ . to pause.
g 1s

N\

Vi

5 |
Please note that click i 1s speed-up the playback(up to 8X)and click
speed-low the playback(from 1/2 to 1/8).
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Besides, we can check the status of the playback file at below window. This window’s

showing all the detail information of the playback file.

The first line “X1” means the playback speed.

We can move to some point time to check what I want to see by mouse dragging the

slide bar as below.

Click E to increase the sharpness, click @ to decrease it.
Click to increase the brightness, click E to decrease it.
Click E to increase the contrast, click E to decrease it.

Click @ to REPEAT the playback.

Click to delete the file.

Click .| to save the AVI file to disk, folder or portable storage devices.

to snapshot one picture of the playback video.
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Click to exit and close the playback program, then back to the

surveillance main program to see the live previewing.

D)
Click @ to play the last file on list, click @ to play the next file on list.

Click @ to move forward to previous 1 frame of the playback video, click

@) to move after 1 frame of the playback video.

Click @ to enlarge the image of the playback video, click @ to reduce the

image.

NOTE! : Please be advised that above step-forward/back, enlarge/reduce, save to
avi and delete functions better be used under STOP or PAUSE playback

status or the files may be broken by unexpected errors.

[@] Multi Playback

Under SINGLE playback mode, click @ and then change to Multi-Playback mode

as below. Under MULTT playback mode, click @ will back to SINGLE playback

program.
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NOTE! : Under MULTI playback mode, please click .ﬁ to exit the playback

program. Or you can go back to the SINGLE playback program to click

and then back to live previewing. Both ways were okay to exit the playback.

Firstly we have to set a time period of the recorded video to do multi-playback by click

®

as below. To select the items and then click “OK” to search in database.
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Time Inkterval

Start Time End Time

|12I 7 /2006 j 1:59:14 FM |12; 72006 LJ | 2i04:14 PM =

i Camera List: Audio Select : 1
V1 Wz W3 W4 W om m m .
W 5 W & v 7 v & [

W4 Wi W11 W1z

kst

Wiz W14 W15 W16 = EE

Audio Option

CANCEL ' Enatle " Disable

Only one point we had to note about multi-playback system: The multi-playback
program only can access the searching at THE SAME day in 24 hours. If we want to

check the recorded files between different dates will not be allowed to search.

This limit of multi-playback searching was because of the database will be very busy if
big range searching of the multi-channels at the same time. For stably working system,

we just set the limit in the searching function under multi-playback mode.

Click

Click .!-.L! to stop, click ..:I ~ . to pause.

to start multi-playback process.

Y

|
Please note that click E i 1s speed-up the playback(up to 8X)and click is

speed-low the playback(from 1/2 to 1/8).
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Click @ to move forward to previous 1 frame of the multi-playback video, click

@) to move after 1 frame of the multi-playback video.

The other additional programs of Client software:

About the additional programs of Client software, we provided the hyper-links to check

the functions as below:

The Backup Utility of Client software

The Database Compact of Client software

The Lost File Recovery of Client software

The Utility Tool of Client software

85



5.4 The Backup Utility of Client software

How to startup the Backup Utility

Turn off the MONITORING of Client software.

Please click START - PROGRAMS - SECURITY CLIENT - BACKUP UTILITY

@ Set Program Access and Defaults

)
'@v} wWindows Catalog

% Windows Update

Prograns

Accessaries
E Games
Documents " Skartup
Settings Qi :
rﬁa Security Clienk
Search 1 %~ Database Compack
ﬁ Lost File recavery
#iy Uity Tool
ﬁ Security MNet Client

Help and Support

Run...

Log OFf

CEIERREE

Turn QOFf Camputer, ..

<« | Windows XP Professional

This function was used to backup the video or audio+video files which recorded by

Client software. It cannot be used to backup other files of other software.

We strongly recommended DO NOT use other methods of backup the recorded files or
the whole files will be damaged. Please use BACKUP UTILITY to do backup.
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How to backup the recorded files

= Backup Utility

~Backup
~Select Camera Backup Period
M1 M2 M3 M4 s e 7 8 | |stwtTme: [i0/17/2006 =] - [1s07 ~| 00

e e e e G s |

calact Al | Cloan Al End Time:  |10/17j2006 ~| - |15:07 =

- Backup Drive
= brivee:
—=i| Drives: : - m
%:ﬁrJ o iCD — _] Video + Audio ﬂu

Backup Log ]Restore Log |

# ] Backup Date | Drive Size | Backup Size | Record Start | Record End | Backup Type
& #
P Progress Status: Ready

[ .
il——flﬂ Dirives; |C:\ [18058 ME Free] L] Restaore

After startup, you can see above backup program window. The program supports two

ways to backup, one is making backup to harddisk and the other is making backup to

CD/DVD burner.

Backup to harddisk:

Step 1: To check the box of the camera number and select the cameras for backup.

Select Carmeta
[ &l | & | 23 | 5 [ 5 [ B | e | e

[ a B s
Select ol Clean &I
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Step 2: To select the date and time for backup period. Please note that file size will be

about 300 MB for total 16 cameras recorded with audio for 1 hour.

Backup Period
Start Time:  |10/17/2006 | - |15:07 > 00

End Time:  |10/17/2008 =) - |1507 >|:59

Step 3: To select one harddisk space in your system for backup drive. Please DO select

the enough storage for backup.

Backup Drive
f—= : :
ﬂ:_:—ﬁJ Drives: [\ [17240 MB Free] =]

Step 4: To select the backup files which included video only or video+audio.

Yideo + Audio

Step 5: Click ﬂ to start backup procedure. It may take little time, please wait

for it finish and prompt below window.

Backup Information Confirm

Backup Period:  [2006/10/17 00:37:00 idi+ 2008/10f17 16:37:59

Backup Size: |634.?? ME

Backup Type: j'-p'ideo + Audin

Drive Size: ]c-\ [12400 ME Free)

[ Remove Data and Database Record after Backup

Zancel
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Step 6: Check the box of [ Remove Data and Database Record after Backup| will delete all recorded

files and database after click |, Please DO think about it if you still

need the recorded files or database.

Step 7: After click , please go to the drive or folder as set to backup and then
check the backup’s done or not. Please note that the backup files cannot be
deleted or changed which included the file name and format, or you may not

restore them back later.

Backup to CD/DVD burner:

To take CD burner and Nero™ software for an example to backup in this chapter.

Step 1: To check the box of the camera number and select the cameras for backup.

Select Camera
[ & | 52 e | [ 5 [T & | 4= [ '8

o Bt Rk o EeiEs MG R RGE (GES
Select &l Clean &l

Step 2: To select the date and time for backup period. Please note that file size will be
about 300 MB for total 16 cameras recorded with audio for 1 hour. For general
CD burning, the space’s about 640 MB.

Backup Period
Start Time:  |10/17/2006 | - |15:07 > 00

End Time:  |10/17/2008 =) - |1507 >|:59
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Step 3: To select  CD: 640MB  for backup storage and then put the recordable CD

into the drive in system.

Backup Drive
i_"::-’ = Drives; |CD v B40ME L]

Step 4: To select the backup files which included video only or video+audio.

Wideo + Audio

Step 5: Click m to start backup procedure. It may take little time, please wait

for it finish and prompt below window. Please note that Backup Size as below

picture, please click ﬂ if the size over 640 MB.

Backup Information Confirm

Backup Period: |20EIE\,I'1EI,I'1? 00:37:00 idi+ 2006/10/17 16:37:59

Backup Size: 1534,?? MEB é

Backup Type: | viden + Audio

Drive Size: | O Disc : 640 MB

[~ Remove Data and Database Record after Backup

Cancel

files and database after click L

need the recorded files or database.
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Step 7: After above step, you’ll see below prompt message. Please DO NOT click

Step 8: After Nero™ software running, please select to burn a

DATA CD and then

the Nero™ will prompt to ask for adding files to burn. Then you’ll see the

backup files were already in the list. Just follow general step to click “Next”

and burn the CD. If you don’t see any files in the burning list, just click the

right button of mouse and press

you can press L

the Nero™ burning list.

PASTE

to copy the files into the list. Now

at above window if the backup files were already in

i Nero Express

Disc Content

Add data to your disc.

|:’ My Disc

v|ﬁ = &

EEJ

8o

me

) o o i i ) )

Size  Type Modified rigin

I
B00ME  375ME

450ME  525ME

~ {3
bt |

|'II|II|II'|II'|I'I|I"|I|

600ME  B7SME

v

Total space used;

290 MB

[Q Back

|

Mexk 0 }
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NOTE! : In the backup steps, it means the backup size was bigger than the backup

drive or device. Please click

backup again.

BackupUtility

L] "_-. The backup data size is bigger than drive size, backupis unfinished
L

How to restore the backup files

to re-select the items and then

= Backup Utility

~Backup

~Select Camera Backup Period

| | e g 5 & | Ma Start Time: ilUfl?szDﬁ j 5 |15:24 j g

T S e e s

select Al | Cloan Al End Time:  |10/17/2006 ~=| - |16:24 ~| 53
'--Elackup Diive
i::"EH Drives:  |DVD: 4.3GE x| ‘Vldeo Onlﬁ Baciip

Backup Log ] Restore Log 1
# I Backup Date | Drive Sz | Backup Size | Record Start Record End ] Backup Type
] 2006/10/17 1%02:49 640 MB 171.00 MB 2005/ 10/17 00:07,00 2006/10/17 15:07:59 Wideo + Audio
1 2006/10/17 16:40:00 640 MB 634.77 MB 2006,/10/17 00:37:00 2006/ 10/17 16:37:59 Wideo + Audio
2 2006/10/17 1m42:28 17241 MB 634,77 MB 2005/10/17 00:37.00 2006/10/17 16:37:59 Wideo + Audio
3 2006/10/17 17:19:14 640 MB 634.77 MB 2006,10/17 00:37:00 2006f10/17 16:37:59 Wideo + Audio
& #
; Rreitore Drive Progress Status: Ready

; ,_,L_—_—ﬂﬂ Drives: [ci\ [17240 MBFree] | Exit ]

After startup, you can see above backup program window. The program supports two

ways to restore from backup file from harddisk or CD/DVD burner. Firstly we
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recommended to check the Backup Log for your restoring history as below if you want

to restore from local disk.

# | Backup Date | Crive Size | Backup Size | Recard Start | Recard End | Backup Type
0 2006/10/17 15:08:49 540 MB 171.00 MB 2006/10f17 00:07:00 2006/10{17 15:07:59 Wideo + Audio
1 2006/10/17 16:40:00 640 MB 634,77 MB 20061017 00:37:00 2006f10/17 16:37:59 Wideo + Audio
2 2005/10/17 16:42:28 17241 MB 534.77 MB 2006/10f17 00:37:00 2006/10/17 16:37:59 Wideo + Audio
3 20061017 17:19:14 640 MB 634.77 MB 20061017 00:37:00 2006f10/17 16:37:59 Wideo + Audio
4 >
Restore steps:
. . . . Restore
Step 1: To select the TARGET drive for restoring and then click

Step 2: To select the database file (.mdb) which already been backup in disk and then

Festare Drive

=

ﬂ:fiﬂ Drives: |C:1 [17240 ME Free]

Restare

=

click . Of course, it allows to select the database in CD/DVD.

Please note that file size should not over the space of target space.
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Select Source Database for Restore

Look, in: |:."_=} Securty_Server :j = |‘=j( v

L [y Contrals
@ [CamdbUpdate
iy Recent () 5etting

Documents E)Web_Pages
iF backupi101

Desktop

ty Documents
by Computer

My Metwork.  File name: I| :-| \ﬂj
Flaces
:_] Cancel |

Files of type: ]database files [*.mdb

Step 3: And then please select the folder or make a new folder to restore the backup

files. To make a new folder, please press | ke New Folder |

Browse For Folder E

Select Target Folder to put Restore Data

™Y 100945 55 (C:)
= ) ATI
# L3 Documents and Settings
# [ Intel
[ ipc_save
& I M
= [3) Program Files
I SecurityMDE
# [ SecurityRec
3 WINDOWS

Folder: | MAY_945_5S5 (1) |

[ Make Mew Folder ] [ QK ] [ Cancel ]

Click to start restoring.

94



Step 4: If you want to restore the backup files to playback list of Client software, please
restore to “C:\SecurityMDB_Client\”.

Browse For. Folder

Select Target Folder to put Restore Data

= ORI A
F (23 camol
F (3 camoz
H 3 camosz
H |3 camos
H ) camos
H (£ camos
F 3 camo7
F () camos
F () camog
F (£ camin 5]

Falder: | SecurityRec |

[ fake Mew Folder ] [ (o] 4 ] [ Cancel ]

Step 5: After restoring finished, t will prompt a message to inform users. Please click

to continue.

BackupUtility

NOTE! : In the backup steps, it means the backup size was bigger than the backup

drive or device. Please click to re-select the items and then backup again.

BackupUtility

L] E The backup data size is bigger than drive size, backup is unfinished
L
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5.5 The Database Compact of Client software

What’s Database Compact?

Database Compact program was designed to fast-scan and re-build the database logs

quickly to more compact and stable.

When need to do Database Compact?

We suggested to run this program every half or one year. Especially to do it when you
find some errors on playback or searching the recorded files. This may help to optimize
the database for playback. Usually to use it with “Lost File Recovery” program

together.

How to startup the Database Compact?

Stop monitor and then turn off the Client software.

Please click START - PROGRAMS - SECURITY CLIENT - DATABASE
COMPACT
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Sek Program Access and Defaulks
Windows Catalog

Windows Update

ArCcessaries

@ Games
@
fam

Progranns

Docurments r Startup

Settings 4
Security Clignk

S ' 1 Datahase Compack
% Losk hile recavery
Help and Suppart #iy Utility Tool

B ﬁ Securiby Met Client

Log OFf

Turn OFF Computer, ..

<« | Windows XP Professional

This function was used to compact the database which was recorded by Client software.

It cannot be used to compact other database files of other software.

After press the Database Compact, please wait for a little time to scan and compact.

And then below message window will prompt to inform users:

Compact Database |E|

To compact database succeed,

Please click to finish.

If you see below message window prompt on screen:

Compact Database |g|

To compact database Failure,

Please click and then check the database

again.
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5.6 The Lost File Recovery of Client software

What’s Lost File Recovery?

Lost File Recovery program was designed to fast-scan and re-build the lost recorded

files.

When need to do Lost File Recovery?

We suggested to run this program especially when you find some errors on playback or
searching the recorded files. This may help to search and re-build the lost recorded files

for playback. Usually to use it with “Database Compact” program together.

How to startup the Lost File Recovery?

Stop monitor and then turn off the Client software.

Please click START - PROGRAMS - SECURITY CLIENT - LOST FILE
RECOVERY
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Sek Program Access and Defaulks
Windows Catalog

Windows Update

ArCcessaries

@ Games
@
fam

Progranns

Docurments r Startup

Settings 4 ;
Security Clisnt o glERa g ilale

Search 1+ Database Compact

ﬁ Lozt file recovery

Hel d 5 L a
elp and Suppar ey Uity Tool

B ﬁ Securiby Met Client

Log OFf

Turn OFF Computer, ..

<« | Windows XP Professional

This function was used to recover the files which were recorded by Client software. It
cannot be used to recover other recorded files of other software. After press the

program to launch as below message window will prompt:

*s Database Recovery Litility

Eaes e er e S : i~ Information
H Start { : i :
o e IeP RS | I'U"'dED F||E5 in Drl'a"EfS Cl:lur-lt: |:|
. Recovered Record Count: o
Exit
~Filernarne -
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Please click L2t | to start the recover process. After above, please wait for the

recover process working as below window.

*s Database Recovery Utility

Information
Yiden Files in Drivers Count: 228

Recovered Record Count: ]
Stop
Filenarme
O SecurityRectCAMOLY 11084 W0 1-2006-11-08-2235814 . W TK A

CiYSecurityRecCAMOL, 1108 w01-2006-11-08-223840. W TK
LY SecurityRecCAMO1, 1108 v01-2006-11-08-223919, W Tk
Lt SecurityRechCAMOL, 1108401-2006-11-08-224919, W TE
Ll SecurityRec\CAMOL, 11054 01-2005-11-08-225247 W TK
LY SecurityRechCAMO1, 11084 01-2005-11-08-223303. W TK
L1 SecurityRec\CAMO1, 11084 01-2005-11-08-223421. W TK
O SecurityRecCAMO1,1108Yw01-2006-11-08-225508. W Tk
O SecurityRecCAMOL, 1108 w01-2006-11-08-225623. W TK
LY SecurityRecCAMO1, 1108 v01-2006-11-08-225654. W Tk
DR "LSEEurItyREE";C.&I"-"IEI1".,11EIBWEI1 2006-11-08-225244 W TK

DniSecurityRec CAMO1Y 11080 1-2005-1 1-0

NOTE! : Click ﬂ will stop the recover process, please note it may cause

some error of recovery.

It will show the recover result if the record file has an error which already been

recovered as below.

*s Database Recovery Utility

: Inforrnation
'4‘ Wideo Files in Drivers Count: 407

Recovered Record Count: 1 t

DiSecurityRect CAMO14 11090 1-2005-11-09- 155325, W TE |
Di\SecurityRec CAMO 141109 V01-2005-11-09- 155340, W TK
Di\SecurityRec CAMO1Y 11090 V0 1-2005-11-09- 155458, W TK
DA\ SecurityRec, CAMO14,1109%01-2006-11-09-155544. W TK
DA SecurityRec, CAMO1Y,1109%01-2006-11-09-155701. W TK
DA SecurityRec, CAMO1,1109W01-2006-11-09-155732. W TK
O SecurityRec, CAMO1,1109%W01-2006-11-09-160022. W TK
DA SecurityRec, CAMO1,1105001-2006-11-09-160132. W TK
DA SecurityRec, CAMO1,11090W01-2006-11-09-160216. W TK
O SecurityRec CAMO1,1109%01-2006-11-09-161120.4TK
O SecurityRec CAMO1Y1109%01-2006-11-09-161150.4WTK
O:hSecurityRecCAMO1Y 1109 ‘JD 1- 2E|E|E| 11-09-161627 \ITK
SecurityRec CAMO1Y 11094 WD 1-2006-11-09- 162! MTE

Filenarne
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It will prompt the finish message in list as below picture. Please click s

exit the “Lost File Recovery” program.

*3 Database Recovery Utility

-Inforration
Start : el :
Videno Files in Drivers Count: 151823
_. .................... ................. REED"."ErEd REEDrd I:':Iur-lt: B
Eit
Filerarme:
D\ SecurityRechCam1e, 11100 16-2006-11-10-1457 28 W TK |

DY SecurityRecCaM16,1110% 16-2006-11-10-145954 W Tk
C:YSecurityRech CAML1G, 11104 16-2006-11-10-150433 . W Tk
DY SecurityRecCAM16,11101 16-2006-11-10-150842 W Tk
DY SecurityRecCAM16Y1110Y 16-2006-11-10-150854 W Tk
DY SecurityRecCaM16,1110% 16-20065-11-10-150916, W Tk
Ol SecurityRech CAMLGY 11104 16-2006-11-10-151023 . W Tk
DY SecurityRecCAM1641110YW 16-2006-11-10-15104 1. W Tk
DY SecurityRecCAM16, 11104 16-2006- 0-152041 . WTE

Database Recovery Finishedil

NOTE! : Please DO NOT use other disk-rebuild or defragmenter to do anything on

recorded files or the files may be damaged by unexpected errors.
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5.7 The Utility Tool of Client software

What’s Utility Tool?

It’s a program help users to search and find out the IP cameras/servers faster, easier and
much more convenient under Intranet environment. Just needs to press one button to

find them out.

When need to use Utility Tool?

We suggested to use this program especially while you want to search and setup the IP
cameras or servers in Intranet. So, if the IP camera or server located on Internet, this

program will not search and find them out.

How to startup the Utility Tool?

@f Set Program Access and Defaulks

\é_{:‘. Windows Catalog

% windows Update

Programs

llﬁ Accessories 2

l{@ Starkup 4

Docurments L4 & Internet Explorer

|

Enbr

B Backup Utility
w Database Compack
ﬁ Lost File recovery
48 Securiby Met Client

iy Utility Tool

B Security Client

Setkings L&)

“

Search 3

Help and Support

TR

Rur...

l'.-"_’] Log Off
@ Turn OFF Camputer...

| Windows XP Professional
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ifli Utility Tool

IP Address MAC Address

k4 >

Press

After few time, the program will list the result in window, please use mouse clicking to

Setup

select one 1n list. And then click

il Utility Tool

MAC Address

IP Address

Then the program will launch Microsoft™ Internet Explorer for users to login and

setup the IP camera or server. About the setup detail please refer to To login and setup

IP camera.
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Appendix A: Reset and Factory Default Value

Press and hold the Hardware Reset button on IP camera over 10 seconds to reset the camera
to the factory defaults. You will see the Red indicator LED light again when it is finish reset

procedure.

Tip: The system will reset to the Default IP (192.168.0.100).

Note! : You’ll need to reconfigure the IP camera settings after resetting the camera. The IP
Camera will recover to the factory default username (admin) and password (admin). The
network settings on your camera will also restore to the default value, therefore you may need

to reconfigure the camera using the Utility Tool program.

Factory Default VValue Sheet

Video

ltem Default Value

Video Resolution D1

Video Format NTSC
OSD Timer Disable
BitRate 1Mbps
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NTP

Frame Rate 30 fps (stream 1)
Disable of stream 2

Brightness 138
Contrast 71
Saturation 64
Hue 0
Flip Disable
Zoom 100%

Default
ltem

Value
Synchronized with Time Server Enable

NTP Server
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Account

Item Default Value
Administrator Name admin
Administrator Password admin

User Name user

User Password user

Motion Setting

Item Default Value
Motion Detection Disable

Mask All clear
Sensitivity 1

Use Direct Draw Enable

10 Alarm Disable
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Motion Capture Post I Frame 1
Picture Capture Disable
Video Capture Disable

Alarm Setting

Item

Default Value

Alarm Picture Off
Alarm Mail Off
Alarm FTP Off
Video Loss Alarm Mail Off
Output Alarm Event Select Off
Output Alarm Action Time 1 sec
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Audio

PPPOE

DDNS

Item Default Value
Audio Channel Mono

MP2 Bitrate 32kbps

Item Default Value
User Name --

Password --

Password Retype --

Item Default Value
Dynamic DNS Off

DDNS Service

DynDNS.org
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WLan

Host Name

User Name --

Password --

Item Default Value
Mode Infrastructure
Operation mode Auto

Channel Auto

Wireless AP SSID PVAP
Preamble Type Long
Authentication Open System
Encryption Off

WEP Key use 1
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LAN

WEP Key

WPA Encryption TKIP

WPA PSK --

Item Default Value
DHCP Client Off

PPPoE Off

IP Address 192.168.0.100
Subnet Mask 255.255.255.0
Gateway 192.168.0.1
DNS 1 168.95.1.1
DNS 2 168.95.192.1
HostName PV605
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Stream Setting

E-mail

Item Default Value
Multicast Enable Off

Multicast [P 234.5.6.11
Multicast Port 6000

RTSP Port 554

Control Port 21

Alarm Port 22

HTTP Port 80

Item Default Value
SMTP Server --

Recipient
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FTP

Username

Password --
Authentication Mode PLAIN

Item Default Value
FTP Server ServerlP

FTP Port 21

Username UserName
Password --

Remote Folder --

Passive Mode Off
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UPnP

ltem Default Value

UPnP Service Off

Storage Setting

Item Default Value

Manual SnapShot Picture Off

Manual Record Video Off

Record Time 5 seconds
Schedule Snapshot Off
Interval 10 minutes

NOTE:
*7.-“ means that default value had no meaning.

*MAC address was assigned in factory which cannot be changed by users.
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Appendix B: Network problematic Utilities

Windows™ operating system includes various network information utilities to
determine various network configurations. To determine your IP address and network

settings, please follow the procedures.
1. Click on “Start” => “Run” and type in: cmd and then press “ENTER”
2. Type command: ipconfig and then press “ENTER”.

3. This will display your network card’s IP address, Subnet Mask, and Default Gateway.

Please remember it, we will use it later.
4. Ping IP Camera’s IP address, the Default IP is 192.168.0.100. Please type in the same

command windows: ping XXX. XXX.XXX.XXX. The XXX.XXX.XXX. XXX is your
IP Camera’s IP address. For example: ping 192.168.0.100.

5. If there is a camera, or a PC or other network device online and using this address, you

will see:

Pinging 192.168.0.100 with 32 bytes of data:

Reply form 192.168.0.100: bytes=32 time<lms TTL=128
Reply form 192.168.0.100: bytes=32 time<lms TTL=128
Ping statistics for 192.168.0.100:

Packets: Sent =4, Received =4, Lost = 0 (0% loss),
Approximate round trip times in million-seconds:

Minimum = Oms, Maximum = Oms, Average = Oms
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6. If there is NO response on this address you’ll see
Pinging 192.168.0.100 with 32 bytes of data:
Request timed out.

Request timed out.
Ping statistics for 192.168.0.100:

Packets: Sent =4, Received =0, Lost =4 (100% loss),

This indicates that the address is available for use. However, there could still be a device
which is currently offline which is configured to use the address. To be certain, make
sure all your network devices are on and connected to your network when checking for

address availability.
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Appendix C: Internet Explore Security
Settings

The IP Camera’s web environment Communications using both JavaScript and ActiveX
control technologies. The ActiveX control must be downloaded form the camera and installed
on your PC. There are four things that your Internet Explorer security settings must allow for

the web page to work correctly.
1. Download signed ActiveX controls
2. Run ActiveX control and Plug-ins
3. Script ActiveX controls marked safe for scripting

4. Active Scripting (Java Scripts)

All these things are enabled by the default Internet Explorer Security settings. You can
restore the default settings in Internet Explorer by clicking “Tool” => ”Internet Options” =>

“Security” => “Default Level”.

You can also click “Custom Level” and set each of the four items listed above to “Enable”.

The default security level n Internet Explorer is set to “Medium”.

CAUTION! : You do not need to enable the option foe downloading unsigned ActiveX
controls. Unsigned ActiveX controls may cause problems on your computer or allow hackers
or a virus to be installed on your system without notice. Signed controls have a digital

signature encoded in them verify the identity of the author.
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Appendix D: Frequently Asked Questions

IP Camera Features

Q: What is an IP Camera?

A: The IP Camera is a standalone system connecting directly to an Ethernet or Fast
Ethernet network and supported by the wireless transmission based on the IEEE
802.11b standard. It 1s different from the conventional PC Camera; the IP Camera 1s
an all-in-one system with built-in CPU and web-based solutions providing a low cost
solution that can transmit high quality video images for monitoring. The IP Camera
can be managed remotely, accessed and controlled from any PC / Notebook over the

Intranet or Internet via a web browser.

Q: What is the maximum number of users that can be allowed to access IP camera

simultaneously?

A: Maximum number of users that can log onto the I[P Camera at the same time is 6.
Please keep in mind the overall performance of the transmission speed will slow

down when multiple users are logged on.

Q: What algorithm is used to compress the digital image?

A: The IP Camera utilizes JPEG image compression technology and Motion JPEG
image compression technology to provide high quality images. JPEG is a standard
for image compression and can be applied to various web browser and application

software without the need to install extra software.
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Q: Can I capture still images from the IP Camera?

A: Yes, you are able to capture still images with the snapshot function from the Client
Software supplied with the [P Camera CD-ROM. You may also use the first page
that shows up when you type in the IP Address of the camera. When viewing this
page, click the “refresh” button on your web browser to update the image. You can
right-click the mouse on it and save to a new file. Also you can type: http://{IP
address}:{port}/cgi-bin/image.cgi on IE browser and then the browser will get a

current JPEG file of the live video.

IP Camera Installation

Q: What username and password do | use for the first time access the IP Camera

or after a factory default reset?

A: User Name = admin, password = admin (all lowercase).

Q: What do I do if I can’t remember my username and password?

A Restore the factory default settings by pressing and holding down the reset button for

10 seconds. Caution: Any configuration settings you have entered will be lost.

Q: Can the IP Camera be used outdoors?

A: The IP Camera is not weatherproof. It needs to be equipped with a weatherproof case

to be used outdoors and it is not recommended.
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Q: What network cabling is required for the IP Camera?

A: The IP Camera uses RJ-45 Category 5 UTP Twisted-pair cable allowing 10 Base-T
and 100 Base-T networking.

Q: Can the IP Camera be setup as a PC-cam on the computer?

A: No, the IP Camera is used only on Ethernet and Fast Ethernet network or supported

by wireless transmission.

Q: Can the IP Camera be connected on the network if it consists of only private IP

Addresses?

A: Yes, the I[P Camera can be connected to a LAN with private IP Addresses.

Q: Can the IP Camera be installed if a firewall exists on the network?

A If a firewall exists on the network, port 80 is open for ordinary data communication.
You will need to do port forwarding by opening a port to the camera (NAT function).
Please refer to your firewall’s product manual for detailed instructions. Another way
1s modify the DMZ function on the Router, re-director the Internet connection Real

IP to the IP Camera’s intranet Virtual IP.

Q: I cannot access the IP Camera from a web browser.

Al: The possible cause might be the [P Address for the IP Camera is already being used

by another device. To correct the possible problem, you need to first disconnect the
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A2:

A3:

A4:

Ab:

Q:

A:

[P Camera from the network. Then run the PING utility (follow the instructions in

Appendix B: Network problematic Utilities)

Check the Ethernet status LED around the Ethernet ends. It should blink Green and

orange light. If not, check that both ends of the Ethernet cable connection are secure.

Confirm that you are using the correct IP address and port number. You can use the
Utility Tool to observer the status. Please confirm that Camera’s gateway setting
matches the LAN IP of the gateway / router connection it to the Internet. The
gateway may be configured not to respond to pings on its WAN IP.

Confirm that the http port used by the camera (default = 80) is forwarded to the
camera’s LAN IP address in the gateway / router’s configuration. Please refer to

your gateway / router’s manual.

If [P Camera is inside the intranet (Behind a NAT router). Then the Internet
Explorer outside the NAT router can’t access the [P Camera’s IP address. You can
modify Router’s DMZ function or NAT forwarding function let Internet connection
can access the IP Camera. Also you can use DDNS function together to access you

IP Camera in Web address around the world.

How Can | Register DDNS service?

Please go to the fallowing DDNS provider or the other DDNS provider company.
Register a account and finish the register procedure. Then apply a Domain on the
DDNS provider. Then input the Domain name (from by DDNS provider), User Name
(account of the DDNS), Password (password for the DDNS) and DDNS Server
address (Please find in the DDNS provider Web Page) or the IP Server address in
Your [IPCam configuration. Then presses apply for Enable the DDNS services.

For example:
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User Name: XXXXXXXX

Password: eeeeeeee

Server: dynupdate.dyndns.org

Here are some Free DDNS providers:

_http: //www.dyndns.org/ (recommended DDNS provide)

_http: //www.3322.0rg/

DDNS Service must operation under Real IP environment, if the IPCam is behind the
NAT router or the Firewall. Please set NAT redirection or DMZ functions to the
[PCam IP address.

- Why E-mail configuration’s correct but cannot send E-mail?

: Some times user configure E-mail setting is correctly, however the LAN or Wireless
setting configure didn’t setup the DNS server address. Therefore the IPCam cannot
find the correct E-mail server address. So E-mail cannot be sent. So, correction the

DNS server address can solve this problem.

- Why camera cannot be pinged?

. Check the camera is on and the Ethernet status LED is on and blinking. Cycle the
power off and then on and re-check. Confirm that the IP address of the camera does
not conflict with another device on the network by ping the address with the camera

power off. Make sure your internet connection is not cross the NAT router.
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Q: Why does the Power LED not light up constantly?

A: The power supply used might be at fault. Confirm that you are using the provided
power supply, which is DC 12V, for the [P Camera and verify that the power supply

1s well connected.

Q: Why does the LAN LED not light up properly?

Al: There might be a problem with the network cable. To confirm that the cables are
working, ping the address of a known device on the network. If the cabling is OK
and your network is reachable, you should receive a reply similar to the following

(...bytes = 32 time = 2 ms).

A2: The network device utilized by the IP Camera is not functioning properly, such as
hubs or switches. Confirm the power for the devices are well connected and

functioning properly. And please shout-sown and restart again.

Q: Why does the IP Camera work locally but not externally?

Al: Might be caused from the firewall protection. Check the Internet firewall with your
system administrator. The firewall may need to have some settings changed in order

for the IP Camera to be accessible outside your local LAN.

A2: Make sure that the [P Camera isn’t conflicting with any web server you may have

running on your network.

A3: The default router setting might be a possible reason. Check that the configuration

of the router settings, allow the [P Camera to be accessed outside your local LAN.
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Q: The focus on the IP Camera is bad, how can | correct it?

A: Adjust the IP Camera focus manually, it can turn left and right to adjust for the

correct focus.

Q: Internet Explorer displays the following message: “Your current security

settings prohibit downloading ActiveX controls”.

A Restore the default IE security settings (Medium) or configure the individual settings

to allow downloading and scripts of signed ActiveX controls. Refer to Appendix C:

Internet Explore Security Settings chapter for more detail.

Q: Internet Explorer displays message: “Error on Page in the status bar in the

lower left corner of the web page”.

A: Most likely, the camera ActiveX control did not download and install correctly.
Check your Internet Explorer security settings and them close and restart Internet

Explorer. Try to browser and log in again.

Q: How can | tell if the camera’s ActiveX is installed on my PC?

A: Go to C: \Windows\Downloaded Program files and check to see if there is an entry
for the file Cam Image Class. The status column should show “Installed”. If the file
is not listed, make sure your Security Settings in Internet Explorer are configured

properly and then try reloading the camera’s home page.
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Q: My browser does not seem to work too well with the IP Camera?

A: Make sure that you are using Internet Explorer 5.0 or higher. If you are experiencing
problems, try upgrading to the latest version of Microsoft’s Internet Explorer from

the Microsoft website ate: http: //www.microsoft.com/windows/ie

Q: Noisy images occur. How can | solve the problem?

A: The video images might be noisy if the I[P Camera is used in a very low light

environment. To solve this issue you need more lighting.

Q: There are no images available through the web browser?

Al: The ActiveX might be disabled. If you are viewing the images from Internet
Explorer 7.0 above and make sure ActiveX has been enabled in the Internet Options

menu. Please see Appendix C: Internet Explore Security Settings to configure your

Internet Explorer.

A2: Make sure that your web browser supports ActiveX. If you are using Internet
Explorer with a version number of lower than 4, then you will need to upgrade your
web browser software in order to view the streaming video transmitted by the IP

Camera.

Q: When I use IPCam Wi-Fi mode, seems it always can’t connect. But the Wi-Fi

setting is correct. What should | Do?

A: Sometimes according to your environment, some channel of Wi-Fi is jam or to much

noise. So batter changes a channel for batter signal for [IPCam. Please configuration
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your Wi-Fi AP or Wi-Fi AP Router Wi-Fi Channel to another channel. Then restart

the IPCam to connect the new channel of Wi-Fi signal.

Q: What can | do if I have more questions?

A: We hope your experience with [P Camera is enjoyable; you may experience some
issues or have some questions that this Q&A has not answered. To obtain the newest
information and support for your IP Camera, please call or mail to our Sales dept.

(sales@provideo.com.tw) for additional help.

125


mailto:sales@provideo.com.tw

Appendix E: PoE (optional) Technical
specifications

Important of POE (Power over Ethernet) pins definition:

Pin Alternative B

2

3

4 Vport Positive
5 Vport Positive
6

7 Vport Negative

8 Vport Negative




Appendix F: 3G Mobile Surveillance
compatible list

Dopod CHT9100
Dopod 595

Nokia N93
Nokia N8O

Motorola E1070
Motorola raza 3.x
Motorola V3x

Sony Ericsson K608i

Sony Ericsson K610i
Sony Ericsson W900i

How to connect IP camera with 3G mobile phones.

Step 1. Use mobile phone to link 3G network and then launch the Internet browser of
3G mobile. (Note! : For 3G mobile surveillance, the IP cannot be virtual IP)

Step 2. In the network address, please input the IP address of your IP camera follow
below examples (assume the IP camera’s IP is 192.168.0.100).

For STREAM 1 3GPP, please input: rtsp://192.168.0.100/3g
For STREAM 2 3GPP, please input: rtsp://192.168.0.100/3gv2

About the streaming settings, please refer to System Set - Video
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Appendix G: Note of Network Ports and
SD/USB compatible list

1. the ports used on IP camera
a. Unicast (TCP), port=554, 21
b. Unicast (UDP), port=554, 21
c. Multicast (UDP), port=554, 21, 6000, 6002

Please be noted that, On IE, Multicast mode only can be enabled, and the Multicast
mode is really running on Client software only, it can not be run on IE.

Http port=80
Alarm port=22
Audio port (from PC to IP camera) = 1500

2. Some limitation on SD and USB

a. the maximum capacity of SD is 4GB

b. the maximum capacity of USB interfaced storage is 80GB

c. only support NTFS file system on USB interfaced storage

d. the power of USB interfaced storage should be self-powered, rather than the IP
Camera.

e. the suggested models of USB interfaced storage are PNY, ASUS, Sandisk, NuSlim,
eSENSE

3. How to identify the IP Camera is wired or wireless by our firmware?
If you want use wired mode, please have the Ethernet cable connected, if you have the
Ethernet cable disconnected, the firmware will detect it and set the IP camera to be
wireless mode.
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	Chapter 1. General Introduction
	Thank you for purchasing this product. It is a versatile and high image solution for your small office or home surveillance. It’s also a stand-alone camera system with a built-in processor and web server that provides highest quality video and system performance. 
	This IP camera can be accessed remotely, and controlled from any PC/Notebook over the Intranet or Internet via web browser or remote application software. The user-friendly installation procedure and intuitive web-based interface offer easy integration with your LAN environment or Wi-Fi network. IT also comes with a lot of useful alarm tool for notice user any situation. It’s a really good choice to build a stable and remote surveillance system.
	1.1 Product Package Contents

	Before installation, please check your package contents to ensure that all items have been included in product. If any of the listed items are missing, please contact your reseller from where you purchased this product for assistance. 
	The package includes:  
	※ IP Camera device * 1
	※ IP Camera bracket (white) * 1
	※ AC Power adapter * 1 (None of MPEG-4 IP camera with PoE)
	※ Cat-5 Network cable * 1
	※ Installation CD * 1
	※ Users Manual * 1
	   If any of above items’s missing, please contact your local reseller immediately.
	1.2 System Requirements of IE browser

	Local Area Network: 10Base-T Ethernet or 100BaseTX Fast Ethernet Wi-Fi Network: IEEE 802.11 b/g
	Configuration Environment of browser:
	• ActiveX Enabled and Compliant Web Browser (recommended: Microsoft™ Internet Explore 6.0 or later) 
	• CPU: Pentium IV, 1.8 GHz or above 
	• Memory Size: 512MB recommended 
	• VGA card resolution: 1024*768 (recommended: Support Overlay function VGA Card) 
	• OS: Windows™ 2000 SP4, XP SP2 and VISTA (32 bits)
	• Other suggestion requirement: CD-ROM. 
	Important! : A fixed IP address is not required to access camera from the Internet. However, if your IP address is dynamic IP, provider by your Internet service provider. Then singing up for a dynamic DNS (DDNS) service will make accessing form the Internet much convenient. Singing up for a DDNS is easy and cost-free. More method for dynamic IP connect please sees FAQ for more detail. 
	1.3 Hardware Diagram and Connection

	Front:                                 Rear:
	          
	   NOTE! : To launch the RESET, please push the button down over 10 seconds.
	    
	Alarm I/O pins definition:
	     
	Chapter 2. Basic Introduction of IE
	2.1 Foreword
	2.2 The first time to login and setup IP camera

	Chapter 3. Advanced Configuration of IE
	3.1 Foreword
	3.2 IE Function Pages
	Live Video page
	    System Set page – NTP
	    System Set page – Account
	    System Set page – Motion Setting
	    System Set page – Alarm Setting
	    System Set page – Audio
	    System Set page – Video
	    System Set page – Reset
	    System Set page – Firmware Update
	    System Set page – Reboot
	    Net Setting page – PPPoE
	    Net Setting page – DDNS
	    Net Setting page – WLAN
	    Net Setting page – LAN
	    Net Setting page – Streaming Setting
	    Net Setting page – Email
	    Net Setting page – FTP
	    Net Setting page – UPnP
	    Net Setting page – IP Config
	    Storage page – Storage Setting


	Chapter 4. Install Client Software
	4.1 Foreword
	4.2 Installation Instruction
	    Note before install the Client software
	    Installation of Client software


	Chapter 5. Client Software Functions
	5.1 Foreword
	5.2 Brief Introduction of Client software interface
	5.3 Advanced Introduction of Client software functions
	[ ] System Settings of Client
	System Setting   Remote Setting:
	System Setting   Connect Setting:
	System Setting   Event Report:
	System Setting   Remote Schedule Setting:

	[ ] Connect Server Setting of Client  
	[ ] Connect Server Setting of Client  
	    [ ] Playback of Client software

	5.4 The Backup Utility of Client software
	How to startup the Backup Utility
	How to backup the recorded files
	Backup to harddisk: 
	Backup to CD/DVD burner: 

	    How to restore the backup files

	5.5 The Database Compact of Client software
	What’s Database Compact?
	    When need to do Database Compact?
	    How to startup the Database Compact?

	5.6 The Lost File Recovery of Client software
	What’s Lost File Recovery?
	    When need to do Lost File Recovery?
	    How to startup the Lost File Recovery?

	5.7 The Utility Tool of Client software
	What’s Utility Tool?
	    When need to use Utility Tool?
	    How to startup the Utility Tool?


	Appendix A: Reset and Factory Default Value 
	Press and hold the Hardware Reset button on IP camera over 10 seconds to reset the camera to the factory defaults. You will see the Red indicator LED light again when it is finish reset procedure.
	Tip: The system will reset to the Default IP (192.168.0.100). 
	Note! : You’ll need to reconfigure the IP camera settings after resetting the camera. The IP Camera will recover to the factory default username (admin) and password (admin). The network settings on your camera will also restore to the default value, therefore you may need to reconfigure the camera using the Utility Tool program. 
	Factory Default Value Sheet 
	Video
	Item
	Default Value
	Video Resolution 
	D1
	Video Format
	NTSC
	OSD Timer
	Disable
	BitRate
	1Mbps
	Frame Rate 
	30 fps (stream 1)
	Disable of stream 2
	Brightness 
	138
	Contrast 
	71
	Saturation 
	64
	Hue
	0
	Flip
	Disable 
	Zoom
	100%
	NTP
	Item
	Default Value
	Synchronized with Time Server
	Enable
	NTP Server
	--
	Account
	Item
	Default Value
	Administrator Name
	admin
	Administrator Password
	admin
	User Name
	user
	User Password
	user
	Motion Setting
	Item
	Default Value
	Motion Detection
	Disable
	Mask
	All clear
	Sensitivity
	1
	Use Direct Draw
	Enable
	IO Alarm
	Disable
	Motion Capture Post I Frame
	1
	Picture Capture
	Disable
	Video Capture
	Disable
	Alarm Setting
	Item
	Default Value
	Alarm Picture
	Off
	Alarm Mail
	Off
	Alarm FTP
	Off
	Video Loss Alarm Mail
	Off
	Output Alarm Event Select
	Off
	Output Alarm Action Time
	1 sec
	Audio
	Item
	Default Value
	Audio Channel
	Mono
	MP2 Bitrate
	32kbps
	PPPoE
	Item
	Default Value
	User Name
	--
	Password
	--
	Password Retype
	--
	DDNS
	Item
	Default Value
	Dynamic DNS
	Off
	DDNS Service
	DynDNS.org
	Host Name
	--
	User Name
	--
	Password
	--
	WLan
	Item
	Default Value
	Mode
	Infrastructure
	Operation mode
	Auto
	Channel
	Auto
	Wireless AP SSID
	PVAP
	Preamble Type
	Long
	Authentication
	Open System
	Encryption
	Off
	WEP Key use
	1
	WEP Key
	--
	WPA Encryption
	TKIP
	WPA PSK
	--
	LAN
	Item
	Default Value
	DHCP Client
	Off
	PPPoE
	Off
	IP Address
	192.168.0.100
	Subnet Mask
	255.255.255.0
	Gateway
	192.168.0.1
	DNS 1
	168.95.1.1
	DNS 2
	168.95.192.1
	HostName
	PV605
	Stream Setting
	Item
	Default Value
	Multicast Enable
	Off
	Multicast IP
	234.5.6.11
	Multicast Port
	6000
	RTSP Port
	554
	Control Port
	21
	Alarm Port
	22
	HTTP Port
	80
	E-mail
	Item
	Default Value
	SMTP Server
	--
	Recipient
	--
	Username
	--
	Password
	--
	Authentication Mode
	PLAIN
	FTP
	Item
	Default Value
	FTP Server
	ServerIP
	FTP Port
	21
	Username
	UserName
	Password
	--
	Remote Folder
	--
	Passive Mode
	Off
	 
	UPnP
	Item
	Default Value
	UPnP Service
	Off
	Storage Setting
	Item
	Default Value
	Manual SnapShot Picture
	Off
	Manual Record Video
	Off
	Record Time
	5 seconds
	Schedule Snapshot
	Off
	Interval
	10 minutes
	NOTE: 
	*”--“ means that default value had no meaning. 
	*MAC address was assigned in factory which cannot be changed by users.
	 
	Appendix B: Network problematic Utilities 
	Windows™ operating system includes various network information utilities to determine various network configurations. To determine your IP address and network settings, please follow the procedures. 
	1. Click on “Start” => “Run” and type in: cmd and then press “ENTER” 
	2. Type command: ipconfig and then press “ENTER”. 
	3. This will display your network card’s IP address, Subnet Mask, and Default Gateway.       Please remember it, we will use it later. 
	4. Ping IP Camera’s IP address, the Default IP is 192.168.0.100. Please type in the same  
	  command windows: ping XXX.XXX.XXX.XXX. The XXX.XXX.XXX.XXX is your     IP Camera’s IP address. For example: ping 192.168.0.100. 
	5. If there is a camera, or a PC or other network device online and using this address, you will see: 
	Pinging 192.168.0.100 with 32 bytes of data: 
	Reply form 192.168.0.100: bytes=32 time<1ms TTL=128 
	Reply form 192.168.0.100: bytes=32 time<1ms TTL=128 
	Ping statistics for 192.168.0.100: 
	Packets: Sent = 4, Received =4, Lost = 0 (0% loss), 
	Approximate round trip times in million-seconds: 
	Minimum = 0ms, Maximum = 0ms, Average = 0ms 
	6. If there is NO response on this address you’ll see 
	Pinging 192.168.0.100 with 32 bytes of data: 
	Request timed out. 
	Request timed out. 
	Ping statistics for 192.168.0.100: 
	Packets: Sent = 4, Received =0, Lost = 4 (100% loss), 
	This indicates that the address is available for use. However, there could still be a device which is currently offline which is configured to use the address. To be certain, make sure all your network devices are on and connected to your network when checking for address availability. 
	 
	Appendix C: Internet Explore Security Settings 
	The IP Camera’s web environment Communications using both JavaScript and ActiveX control technologies. The ActiveX control must be downloaded form the camera and installed on your PC. There are four things that your Internet Explorer security settings must allow for the web page to work correctly. 
	1. Download signed ActiveX controls 
	2. Run ActiveX control and Plug-ins 
	3. Script ActiveX controls marked safe for scripting 
	4. Active Scripting (Java Scripts) 
	All these things are enabled by the default Internet Explorer Security settings. You can restore the default settings in Internet Explorer by clicking “Tool” => ”Internet Options” => “Security” => “Default Level”. 
	You can also click “Custom Level” and set each of the four items listed above to “Enable”. The default security level n Internet Explorer is set to “Medium”. 
	CAUTION! : You do not need to enable the option foe downloading unsigned ActiveX controls. Unsigned ActiveX controls may cause problems on your computer or allow hackers or a virus to be installed on your system without notice. Signed controls have a digital signature encoded in them verify the identity of the author. 
	 
	Appendix D: Frequently Asked Questions 
	IP Camera Features 

	Q: What is an IP Camera? 
	A: The IP Camera is a standalone system connecting directly to an Ethernet or Fast Ethernet network and supported by the wireless transmission based on the IEEE 802.11b standard. It is different from the conventional PC Camera; the IP Camera is an all-in-one system with built-in CPU and web-based solutions providing a low cost solution that can transmit high quality video images for monitoring. The IP Camera can be managed remotely, accessed and controlled from any PC / Notebook over the Intranet or Internet via a web browser. 
	Q: What is the maximum number of users that can be allowed to access IP camera simultaneously? 
	A: Maximum number of users that can log onto the IP Camera at the same time is 6. Please keep in mind the overall performance of the transmission speed will slow down when multiple users are logged on. 
	Q: What algorithm is used to compress the digital image? 
	A: The IP Camera utilizes JPEG image compression technology and Motion JPEG image compression technology to provide high quality images. JPEG is a standard for image compression and can be applied to various web browser and application software without the need to install extra software. 
	Q: Can I capture still images from the IP Camera? 
	A: Yes, you are able to capture still images with the snapshot function from the Client Software supplied with the IP Camera CD-ROM. You may also use the first page that shows up when you type in the IP Address of the camera. When viewing this page, click the “refresh” button on your web browser to update the image. You can right-click the mouse on it and save to a new file. Also you can type: http://{IP address}:{port}/cgi-bin/image.cgi on IE browser and then the browser will get a current JPEG file of the live video.
	IP Camera Installation 

	Q: What username and password do I use for the first time access the IP Camera or after a factory default reset? 
	A: User Name = admin, password = admin (all lowercase). 
	Q: What do I do if I can’t remember my username and password? 
	A: Restore the factory default settings by pressing and holding down the reset button for 10 seconds. Caution: Any configuration settings you have entered will be lost. 
	Q: Can the IP Camera be used outdoors? 
	A: The IP Camera is not weatherproof. It needs to be equipped with a weatherproof case to be used outdoors and it is not recommended. 
	Q: What network cabling is required for the IP Camera? 
	A: The IP Camera uses RJ-45 Category 5 UTP Twisted-pair cable allowing 10 Base-T and 100 Base-T networking. 
	Q: Can the IP Camera be setup as a PC-cam on the computer? 
	A: No, the IP Camera is used only on Ethernet and Fast Ethernet network or supported by wireless transmission. 
	Q: Can the IP Camera be connected on the network if it consists of only private IP Addresses? 
	A: Yes, the IP Camera can be connected to a LAN with private IP Addresses. 
	Q: Can the IP Camera be installed if a firewall exists on the network? 
	A: If a firewall exists on the network, port 80 is open for ordinary data communication. You will need to do port forwarding by opening a port to the camera (NAT function). Please refer to your firewall’s product manual for detailed instructions. Another way is modify the DMZ function on the Router, re-director the Internet connection Real IP to the IP Camera’s intranet Virtual IP. 
	Q: I cannot access the IP Camera from a web browser. 
	A1: The possible cause might be the IP Address for the IP Camera is already being used by another device. To correct the possible problem, you need to first disconnect the IP Camera from the network. Then run the PING utility (follow the instructions in Appendix B: Network problematic Utilities) 
	A2: Check the Ethernet status LED around the Ethernet ends. It should blink Green and orange light. If not, check that both ends of the Ethernet cable connection are secure. 
	A3: Confirm that you are using the correct IP address and port number. You can use the Utility Tool to observer the status. Please confirm that Camera’s gateway setting matches the LAN IP of the gateway / router connection it to the Internet. The gateway may be configured not to respond to pings on its WAN IP. 
	A4: Confirm that the http port used by the camera (default = 80) is forwarded to the camera’s LAN IP address in the gateway / router’s configuration. Please refer to your gateway / router’s manual. 
	A5: If IP Camera is inside the intranet (Behind a NAT router). Then the Internet Explorer outside the NAT router can’t access the IP Camera’s IP address. You can modify Router’s DMZ function or NAT forwarding function let Internet connection can access the IP Camera. Also you can use DDNS function together to access you IP Camera in Web address around the world. 
	Q: How Can I Register DDNS service? 
	A: Please go to the fallowing DDNS provider or the other DDNS provider company. Register a account and finish the register procedure. Then apply a Domain on the DDNS provider. Then input the Domain name (from by DDNS provider), User Name (account of the DDNS), Password (password for the DDNS) and DDNS Server address (Please find in the DDNS provider Web Page) or the IP Server address in Your IPCam configuration. Then presses apply for Enable the DDNS services. 
	For example: 
	User Name: xxxxxxxx 
	Password: ●●●●●●●● 
	Server: dynupdate.dyndns.org 
	Here are some Free DDNS providers: 
	http: //www.dyndns.org/ (recommended DDNS provide) 
	http: //www.3322.org/ 
	DDNS Service must operation under Real IP environment, if the IPCam is behind the NAT router or the Firewall. Please set NAT redirection or DMZ functions to the IPCam IP address. 
	Q: Why E-mail configuration’s correct but cannot send E-mail? 
	A: Some times user configure E-mail setting is correctly, however the LAN or Wireless setting configure didn’t setup the DNS server address. Therefore the IPCam cannot find the correct E-mail server address. So E-mail cannot be sent. So, correction the DNS server address can solve this problem. 
	Q: Why camera cannot be pinged? 
	A: Check the camera is on and the Ethernet status LED is on and blinking. Cycle the power off and then on and re-check. Confirm that the IP address of the camera does not conflict with another device on the network by ping the address with the camera power off. Make sure your internet connection is not cross the NAT router. 
	Q: Why does the Power LED not light up constantly? 
	A: The power supply used might be at fault. Confirm that you are using the provided power supply, which is DC 12V, for the IP Camera and verify that the power supply is well connected. 
	Q: Why does the LAN LED not light up properly? 
	A1: There might be a problem with the network cable. To confirm that the cables are working, ping the address of a known device on the network. If the cabling is OK and your network is reachable, you should receive a reply similar to the following (…bytes = 32 time = 2 ms). 
	A2: The network device utilized by the IP Camera is not functioning properly, such as hubs or switches. Confirm the power for the devices are well connected and functioning properly. And please shout-sown and restart again. 
	Q: Why does the IP Camera work locally but not externally? 
	A1: Might be caused from the firewall protection. Check the Internet firewall with your system administrator. The firewall may need to have some settings changed in order for the IP Camera to be accessible outside your local LAN. 
	A2: Make sure that the IP Camera isn’t conflicting with any web server you may have running on your network. 
	A3: The default router setting might be a possible reason. Check that the configuration of the router settings, allow the IP Camera to be accessed outside your local LAN. 
	Q: The focus on the IP Camera is bad, how can I correct it? 
	A: Adjust the IP Camera focus manually, it can turn left and right to adjust for the correct focus. 
	Q: Internet Explorer displays the following message: “Your current security settings prohibit downloading ActiveX controls”. 
	A: Restore the default IE security settings (Medium) or configure the individual settings to allow downloading and scripts of signed ActiveX controls. Refer to Appendix C: Internet Explore Security Settings chapter for more detail. 
	Q: Internet Explorer displays message: “Error on Page in the status bar in the lower left corner of the web page”. 
	A: Most likely, the camera ActiveX control did not download and install correctly. Check your Internet Explorer security settings and them close and restart Internet Explorer. Try to browser and log in again. 
	Q: How can I tell if the camera’s ActiveX is installed on my PC? 
	A: Go to C: \Windows\Downloaded Program files and check to see if there is an entry for the file Cam Image Class. The status column should show “Installed”. If the file is not listed, make sure your Security Settings in Internet Explorer are configured properly and then try reloading the camera’s home page. 
	Q: My browser does not seem to work too well with the IP Camera? 
	A: Make sure that you are using Internet Explorer 5.0 or higher. If you are experiencing problems, try upgrading to the latest version of Microsoft’s Internet Explorer from the Microsoft website ate: http: //www.microsoft.com/windows/ie 
	Q: Noisy images occur. How can I solve the problem? 
	A: The video images might be noisy if the IP Camera is used in a very low light environment. To solve this issue you need more lighting. 
	Q: There are no images available through the web browser? 
	A1: The ActiveX might be disabled. If you are viewing the images from Internet Explorer 7.0 above and make sure ActiveX has been enabled in the Internet Options menu. Please see Appendix C: Internet Explore Security Settings to configure your Internet Explorer. 
	A2: Make sure that your web browser supports ActiveX. If you are using Internet Explorer with a version number of lower than 4, then you will need to upgrade your web browser software in order to view the streaming video transmitted by the IP Camera. 
	Q: When I use IPCam Wi-Fi mode, seems it always can’t connect. But the Wi-Fi setting is correct. What should I Do? 
	A: Sometimes according to your environment, some channel of Wi-Fi is jam or to much noise. So batter changes a channel for batter signal for IPCam. Please configuration your Wi-Fi AP or Wi-Fi AP Router Wi-Fi Channel to another channel. Then restart the IPCam to connect the new channel of Wi-Fi signal. 
	Q: What can I do if I have more questions? 
	A: We hope your experience with IP Camera is enjoyable; you may experience some issues or have some questions that this Q&A has not answered. To obtain the newest information and support for your IP Camera, please call or mail to our Sales dept. (sales@provideo.com.tw) for additional help.
	 
	Appendix E: PoE (optional) Technical specifications 
	Important of POE (Power over Ethernet) pins definition: 
	Pin
	Alternative B
	1
	--
	2
	--
	3
	--
	4
	Vport Positive
	5
	Vport Positive
	6
	--
	7
	Vport Negative
	8
	Vport Negative
	Appendix F: 3G Mobile Surveillance compatible list
	How to connect IP camera with 3G mobile phones.

	Appendix G: Note of Network Ports and SD/USB compatible list
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